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The Securities and Exchange Commission (SEC) has not provided a clear rule to digital-asset market participants concerning the nature of cryptoassets, namely, how to determine whether an asset is a security subject to the federal securities laws or something else, like
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a commodity regulated outside of the purview of the securities statutes. Instead of a formal rule, the SEC has chosen a more flexible modus operandi of enforcement actions in reliance on the functional definition embedded in the Supreme Court Howey decision interpreting the term “investment contract.” This Article examines empirical data and develops a model suggesting that, despite the underlying indeterminacy associated with functional definitions and regulation by enforcement, the SEC attempted to reduce information losses and improved regulatory clarity by following a set of well-defined strategies during the first years of its crypto-enforcement efforts. Unfortunately, recent enforcement actions may upend these initially successful game strategies and undermine the efficacy of the techniques the SEC used to minimize the downsides of functional definitions and the regulation via enforcement tactics. As a result, the fabric of cooperation between the innovators and the SEC may be broken, leading to a suboptimal outcome for all market participants and the Commission itself. These problems are particularly important in the rapidly evolving world of crypto, DeFi, and fintech.

I. INTRODUCTION

In the past several years, private firms and entrepreneurs started distributing new instruments called “digital assets,” “cryptoassets,” and “cryptocurrencies” using the distributed ledger technology. Simultaneously, crypto-exchanges emerged and matured into robust platforms enabling trading in these assets, and various investment funds and banks entered the cryptocurrency market. Many countries, the European Union, and the United Nations fully acknowledge the importance of these innovations for the global economy.

1. A digital asset is “an asset that is issued and transferred using distributed ledger or blockchain technology, including, but not limited to, so-called ‘virtual currencies, coins,’ and ‘tokens.’” Strategic Hub for Innovation & Fin. Tech., Framework for “Investment Contract” Analysis of Digital Assets, SEC & EXCH. COMMISSION 12 n.2 (Apr. 3, 2019), https://www.sec.gov/files/dlt-framework.pdf [https://perma.cc/X6TL-XR5D] [hereinafter SEC FRAMEWORK]. Cryptoassets are “an entry in a ledger that specifies that a particular user [can] exercise a discrete set of powers.” Shaanan Cohney et al., Coin-Operated Capitalism, 119 COLUM. L. REV. 591, 602 (2019). Cryptoasset can also be described as a subset of digital assets, and I will use the terms interchangeably.


4. One germane example is the entities within Grayscale group, a large digital asset manager registered with the SEC. Grayscale Bitcoin Tr., Quarterly Report (Form 10-Q) (Nov. 6, 2020). As this article was going to print, Goldman Sachs reopened its cryptocurrency trading desk and announced its intention to work on providing services related to bitcoin and other cryptoassets to its clients. See, e.g., Tanzeel Akhtar, Goldman Sachs to Offer Bitcoin to Wealth Management Clients, COINDESK (Mar. 31, 2021), https://www.coindesk.com/goldman-sachs-to-offer-bitcoin-to-wealth-management-clients [https://perma.cc/9ETC-MV9A].
economy.5 When the Justice Department released its Cryptocurrency Enforcement Framework in October 2020, the former Attorney General even observed that “cryptocurrency is a technology that could fundamentally transform how human beings interact, and how we organize society.”6

One of the main applications of these technologies is in financial and capital markets. From the early days of the first transactions in 2008–2015, when Bitcoin, Ethereum, and Ripple emerged, capital markets exhibited an uneven but strong appetite for cryptoassets, particularly for high-quality projects.7 Bitcoin, which in January–February 2021 traded at record highs, above $40,000, illustrates this robust but highly volatile demand for cryptoassets.8 Despite the volatility and other attendant risks, the institutional infrastructure of the cryptoasset market is entering a mature market phase. The fact that the leading U.S. online trading platform—Coinbase—is planning a direct listing on Nasdaq signifies that both cryptoassets as an asset class and the underlying infrastructure are becoming mainstream.9

These innovations have prompted a deluge of statements and initiatives from numerous regulators in the United States and abroad, including a recent warning from

5. See, e.g., UNITED NATIONS SUSTAINABLE DEV. GRP., PEOPLE’S MONEY: HARNESING DIGITALIZATION IN FINANCING THE SUSTAINABLE DEVELOPMENT GOALS (Aug. 2020), https://unsdg.un.org/sites/default/files/2020-08/DF-Task-Force-Full-Report-Aug-2020-1.pdf [https://perma.cc/C8UM-T48L] (providing recommendations on exploring how digitalization and finance merge); Steven Peikin, Co-Director, Div. of Enf’t, SEC, Keynote Address to the UJA Federation (May 15, 2018), https://www.sec.gov/news/speech/speech-peikin-051518 [https://perma.cc/S2W9-CL57] (“Given the potential of ICOs to fundamentally alter the process by which issuers raise money, they have a significance to our markets that far outweighs strict notional dollar amounts.”); Communication from the Commission to the European Parliament, the Council, the European Economic and Social Committee and the Committee of the Regions, EUR. COMM’N 1.11 (Feb. 19, 2020), https://eur-lex.europa.eu/legal-content/EN/ALL/?uri=CELEX%3A52012DC0673 [https://perma.cc/7EC6-Q3M6] (“New decentralised digital technologies such as blockchain offer a further possibility for both individuals and companies to manage data flows and usage, based on individual free choice and self-determination. Such technologies will make dynamic data portability in real time possible for individuals and companies, along with various compensation models.”) (emphasis removed)).


Treasury Secretary Yellen,\textsuperscript{10} several legislative proposals in Congress,\textsuperscript{11} and experimentation with regulatory sandboxes in the United States and on a global scale.\textsuperscript{12} Within this nascent regulatory environment, the Securities and Exchange Commission (“SEC” or “Commission”) has been a uniquely active player and enforcer, willing to take on multiple targets, large and small.\textsuperscript{13} The SEC’s approach to digital asset markets is the focus of this Article.

The Commission has not provided a clear rule to cryptomarket participants concerning the nature of digital assets, namely, how to determine whether an asset is a security subject to the federal securities laws or something else, like a commodity regulated outside of the purview of the securities statutes. Instead of a formal rule, the SEC has opted to use a more flexible modus operandi of enforcement actions relying on a functional definition of securities such as investment contracts.\textsuperscript{14}

This combination of functional definitions and regulation via enforcement risks increasing uncertainty for market participants and undermining regulatory clarity. Scholarship has long suggested that clarity and rule simplicity are part of the overarching regulatory objectives are promoting innovation, protecting market integrity, and ensuring an optimal level of clarity in the market, although the regulators are often unable to achieve all three at once.\textsuperscript{15}

\begin{enumerate}
\item[13.] See infra Part IV (discussing the data on SEC enforcement).
\item[15.] Infra Part II.
\item[16.] Chris Brummer & Yesha Yadav, Fintech and the Innovation Trilemma, 107 GEO. L.J. 235, 244, 264–
Building on this scholarship, this Article demonstrates that the SEC, as an independent agency in charge of U.S. capital markets and one of the most skillful expert regulators in the world, has attempted to mitigate the lack of clarity in crypto while pursuing its regulatory goals of ensuring investor protection and market integrity without inhibiting innovation. Despite its reliance on functional definitions, which are innately flexible to the point of uncertainty, the Commission built a clear and simple regulatory enforcement strategy.

Its strategy was shaped by a game-theoretic approach along the lines of what game theorists like Thomas Schelling would have deployed: a combination of threats, commitments, and other strategic moves, all bringing about an effective solution of the “game” between crypto-firms and the regulator, i.e., cooperation, coordination, and compliance. In pursuing determinate, clear, and predictable strategies, the SEC incentivized market participants to comply with pre-crypto securities law and encouraged cooperation with Commission staff. It created an equilibrium where to the extent that the SEC promised to cooperate with the market, the market responded with cooperation.

More recently, however, this equilibrium and the clarity of the initial strategy of the SEC gave way to tactical inconsistencies illustrated by the three legal battles of 2020–2021: Kik, Telegram, and Ripple. The last mentioned case was filed in the closing days of Chairman Clayton’s SEC, on December 22, 2020. These inconsistencies reanimate the trilemma outlined by Brummer and Yadav (i.e., the inability of a regulator to pursue all three objectives of ensuring rule clarity and simplicity, protecting market integrity, and supporting innovation) and undermine the efficacy of the techniques the SEC used to minimize the downsides of unclear functional definitions and the regulation by enforcement tactics.

The remainder of this paper is divided into the following sections: Part II describes the use of functional definitions in crypto and fintech. Part III provides a classification of the regulatory approaches followed in other jurisdictions and contrasts them with the approach of the Commission. Part IV summarizes the empirical data on SEC enforcement activity. Part V analyzes SEC enforcement using a game-theoretic toolbox. Part VI uses this game-theoretic model to explain the motivations behind specific examples of SEC actions. It shows how the Commission aimed to improve regulatory clarity through strategy rather than by means of changing the functional definitions of securities law. Part VII warns about the dangers of dynamic inconsistency in recent cases. Part VIII points out that fast-
moving technological development depends on strategic clarity, predictability, and determinacy to encourage productive regulatory cooperation. Part IX concludes the Article.

II. FUNCTIONAL DEFINITIONS, ENFORCEMENT, AND RULE CLARITY

The jurisdiction of the SEC extends only over securities and securities markets, which means that the cryptoassets within its bailiwick must be securities. In analyzing if a digital asset is a security, the SEC examines it under the heading of “investment contracts.” The “investment contract” definition is innately indeterminate and environs “a wide variety of multiparty investment relationships” that were yet unknown when the statute was originally enacted.

In enacting the 1933 Securities Act, Congress left the term “investment contract” purposely broad, and the Supreme Court designed the relevant functional test accordingly in order for the test to “embolden] a flexible rather than a static principle, one that is capable of adaptation to meet the countless and variable schemes devised by those who seek the use of the money of others on the promise of profits.”

The Supreme Court defined the term “investment contract” as “a contract, transaction or scheme whereby a person invests his money in a common enterprise and is led to expect profits solely from the efforts of the promoter or a third party.” Because the Court developed this test for investments that did not fit within the then known securities universe, such as shares of stock, the test is far-reaching in scope and captures a broad range of transactions. Consequently, even though a digital asset is expressed in a code, the attendant facts and circumstances, including the way it is distributed, may point toward an investment contract.

Some blockchain-based digital assets are deemed commodities, may lie outside the


27. H.R. 5480, 73d Cong. (1st Sess. 1933) (leaving investment contract undefined). See also SEC v. W.J. Howey Co., 328 U.S. 293, 299 (1946) (defining the term “investment contract” using flexible principles and underscoring the broad statutory purpose of ensuring disclosure under securities law); Reves v. Ernst & Young, 494 U.S. 56, 61 (1990) (“Congress . . . did not attempt precisely to cabin the scope of the Securities Acts. Rather, it enacted a definition of ‘security’ sufficiently broad to encompass virtually any instrument that might be sold as an investment.”); SEC v. Edwards, 540 U.S. 389, 393 (2004) (discussing the breadth of the definition and observing that “Congress’ purpose in enacting the securities laws was to regulate investments, in whatever form they are made and by whatever name they are called.”) (citing Reves v. Ernst & Young, 494 U.S. 56, 61, 110 S.Ct. 945, 108 L.Ed.2d 47 (1990)). “To that end, it enacted a broad definition of ‘security,’ sufficient ‘to encompass virtually any instrument that might be sold as an investment.’” Id.

28. Howey, 328 U.S. at 299. The jurisprudence is, however, clear that Howey is not a universal test. See, e.g., Landreth Timber Co. v. Landreth, 471 U.S. 681, 697 (1985) (holding a sale of stock of a company is a sale of securities); Reves, 494 U.S. at 64–66 (holding the “family resemblance” test should be applied to determine whether a “note” is a “security” under securities law).


scope of securities law, and are regulated by the Commodity Futures Trading Commission (“CFTC”). An example is cryptocurrencies that serve as a means to store and transfer value and “may fluctuate in value as any commodity would.”31 Yet, even when a digital asset is a commodity, “any given digital asset may or may not be subject to the securities laws,” and “many securities are commodities to which the securities laws apply.”32 The dividing line is inherently unclear and case specific. In the letter submitted in the Telegram case, for example, the CFTC reiterated its view that digital currencies are commodities but declined to opine on whether the assets at issue were securities.33 The SEC in its pleadings argued that Telegram’s digital assets were securities under the Howey test, and the district court followed this line of analysis and agreed with the Commission.34

The arguments adduced by defendants in Kik and Telegram, the major cases of 2020, are another case in point.35 Both defendants argued that their digital assets were cryptocurrencies (i.e., commodities similar to Bitcoin) and not securities.36 In both, the issuers raised the affirmative defense that the term “investment contract” was unconstitutionally vague and violated the Due Process Clause. The main arguments were that the statute did not provide sufficient notice whether offers and sales of digital assets would constitute investment contracts.37 Nor did the term sufficiently cabin the discretion of the Commission,38 thus allegedly entailing the risk of post hoc subjective rule construction and enforcement.

In 2018–2019, there also was a case where the SEC’s generally successful crypto-enforcement program suffered a temporary setback when a district court could not properly interpret and verify the rules of the “game,” to wit, whether the defendant had indeed offered and sold securities and not another asset class. The court initially refused to grant an injunction without full discovery and in light of disputed issues of fact.39

33. Id.
39. SEC v. Blockvest, LLC, No. 18CV2287-GPB(BLM), 2018 U.S. Dist. LEXIS 200773, at *22, 25 (S.D. Cal. Nov. 27, 2018) (concluding that “Plaintiff has not demonstrated a prima facie showing that there has been a previous violation of the federal securities laws” and that “Plaintiff has not demonstrated the two factor test to warrant a preliminary injunction.”). The decision was partially reversed in February 2019. SEC v. Blockvest, LLC, No. 18CV2287-GPB(BLM), 2019 U.S. Dist. LEXIS 24446, at *36–37 (S.D. Cal. Feb. 14, 2019). See also
To its credit, throughout 2018 and 2019, the SEC had attempted to clarify the application of Howey to digital assets. Alas, it is possible that in doing so the Commission complicated the test’s application. In a 2018 speech on digital assets, for instance, Mr. Hinman, Director of the Division of Corporation Finance, brought forth thirteen additional factors relevant to the already complex Howey test, whereas the 2019 Framework for “Investment Contract” Analysis of Digital Assets presented a vast anthology of examples, some of which were clearer and more generalizable than others, but none of which was determinative. Consequently, entrepreneurs and factfinders face a continual need for a case-by-case fact-intensive analysis in an open-ended interpretative environment where there is no clear taxonomy of cryptoassets as either securities or non-securities. This lack of clarity seems evident in the Framework and the overall crypto-policy that Commissioner Peirce eloquently decried as the “Jackson Pollock approach.” In the same vein, Mr. Hinman even observed that “the analysis of whether something is a security is not static and does not strictly inhere to the instrument.”

As opposed to formal definitions, functional definitions like the one enshrined in the Howey test are marked by several downsides: they do not establish unambiguous regulatory requirements, fail to ensure rule clarity, and, consequently, may be “overinclusive and indeterminate” in nature. Rule clarity, however, has a distinct policy value. Clear and simple rules lower the risk of subjective interpretation, reduce the costs of bureaucracy and the discretionary power of the state, and promote fairness by enhancing the ex ante knowledge and understanding of the rules by market participants, regardless of whether they possess the resources to retain expensive experts to explain the permutations of a regulation.

---


40. Hinman Speech, supra note 25.

41. One clear factor, for instance, was that assets and platforms on which they circulate be operational and fully functional. SEC FRAMEWORK, supra note 1, at 9. Statements describing future trading and functionalities, as opposed to extant functionalities, could point toward an investment contract. Id. at 9–11.

42. Id. See also Goforth, supra note 30, at 9–11.

43. These uncertainties even prompted the emergence of a grassroots classification system for cryptoassets, which was unveiled by several leading cryptocurrency companies and online trading platforms in 2019. CRC Securities Framework Asset Ratings, CRYPTO RATING COUNCIL, https://www.cryptoratingcouncil.com/asset-ratings [https://perma.cc/MD46-TCKG].


45. Hinman Speech, supra note 25.

46. Jackson, supra note 14, at 370.

From the perspective of individuals, as the Supreme Court observed in *Dirks*, “imprecision prevents parties from ordering their actions in accord with legal requirements.” 48 This outcome is also supported by game-theoretic arguments. Namely, law is not merely a set of standards, law operates as a focal point helping individual parties to coordinate their actions 49 and sets their incentives and expectations. 50 Private parties should find it much harder to coordinate their behavior around obscure focal points, whereas inadequately clear rules would cloud their payoff calculations and incentives as the parties entered a specific regulated market.

Relatedly, as Brummer and Yadav emphasized, clear rules can “lower the barriers to entry into financial marketplaces, thereby promoting competition.” 51 The resultant benefits of competition and capital formation would, naturally, dovetail with and “help many regulators achieve broad statutory mandates.” 52 In *The Trilemma*, Brummer and Yadav also suggested that rule clarity and simplicity are part of the ternary regulatory objectives, including protecting market integrity and investors, promoting efficient financial innovation, and ensuring clarity, although the regulators usually manage to pursue only two out of the three objectives. 53

Theoretically, the use of functional definitions in crypto may affect the clarity of securities law, and it is for Congress to correct this mistake. 54 The other related concern is that, when functional definitions are actively enforced by a regulator in application to various novel transactions (as they are in the United States), 55 the goals of determinacy and simplicity suffer a “double hit” because both the functional definitions and their enforcement as the primary regulatory method to articulate new policies are susceptible to interpretative subjectivity.

There is an inherent procedural opaqueness and decision-making secrecy associated with the nonpublic nature of communications between the regulator and the regulated in

---

50. *Id.* at 1657, 1669–72.
52. *Id.*
53. *Id.* at 244.
54. For instance, in *Reves*, the Court observes:
   An approach founded on economic reality rather than on a set of *per se* rules is subject to the criticism that whether a particular note is a “security” may not be entirely clear at the time it is issued. Such an approach has the corresponding advantage, though, of permitting the SEC and the courts sufficient flexibility to ensure that those who market investments are not able to escape the coverage of the Securities Acts by creating new instruments that would not be covered by a more determinate definition. One could question whether, at the expense of the goal of clarity, Congress overvalued the goal of avoiding manipulation by the clever and dishonest. If Congress erred, however, it is for that body . . . to correct its mistake.
the context of enforcement actions and settlement negotiations. Yet, these decisions later on become enshrined in legal precedent and shape broader policies of the regulators. This has already happened in crypto-related caselaw where several key administrative decisions are routinely cited by courts.

The major counterargument to these concerns is that the strict condition of regulatory clarity is infeasible in evolving markets for financial innovations. Admittedly, functional definitions and their enforcement help the regulators to efficaciously respond to the emergence of risky innovations, address a potential accumulation of systemic risk, and mitigate the attendant deficiencies of formal definitions which may miss analogues of traditional securities disguised with different appellatives. In this sense, both enforcement and functional definitions become valuable regulatory tools.

As a result, the SEC faces not only the trilemma of regulatory objectives but also the dilemma of the tools that it has at its disposal. Unless Congress enacts a separate definition for cryptoassets, the SEC and courts will continue to construe these financial instruments within the broad “investment contract” concept developed by the Supreme Court. At the same time, the Commission needs to be mindful of the pitfalls of both the functional definitions and regulation via enforcement. Put differently, it faces this practical dilemma within the trilemma of its objectives of protecting market integrity, facilitating innovation, and providing rule clarity.

III. THE REGULATORY “MENU” IN THE U.S. AND ELSEWHERE

The above-discussed problems put the SEC in a unique position. Around the globe, regulatory responses to fintech and cryptoassets have run the gamut from (1) highly restrictive, to (2) experimental, (3) enabling, and (4) a quasi-laissez-faire approach embodied in light-touch regulations. This variability contrasts with the regulation of

56. For an analysis of secrecy in financial regulation, SEC enforcement, and regulation via enforcement, see, for example, Yuliya Guseva, The Leviathan of Securities Law in Crypto-Offerings: A Cost-Benefit Analysis (Feb. 1, 2021) (unpublished manuscript) (on file with author). See also Harvey Pitt & Karen L. Shapiro, Securities Regulation by Enforcement: A Look Ahead at the Next Decade, 7 YALE J. ON REGUL. 149, 207 (1990) (discussing insider trading enforcement); Davis, supra note 47, at 718 (discussing how the Comptroller often conceals opinions in denying applications).


58. Guseva, supra note 56, at 11 n.46 and accompanying text; Paragon Order infra note 198 and accompanying text.

59. Jackson, supra note 14, at 369 (“The great advantage of functional definitions, as compared to formal ones, is that they allow jurisdictional lines to track more closely the policies that motivate our regulatory structures.”); Guseva, supra note 56, at 41–45 (discussing relevant arguments). See also Basic Inc. v. Levinson, 485 U.S. 224, 230–31, 253 (1988) (discussing the evolution of Rule 10b-5 jurisprudence, the private cause of action, and the definition of “materiality”).

60. See AM. BAR ASS’N, DIGITAL AND DIGITIZED ASSETS: FEDERAL AND STATE JURISDICTIONAL ISSUES ii (2020), https://www.americanbar.org/content/dam/aba/administrative/business_law/buslaw/committees/CL620000pub/digital_assets.pdf [https://perma.cc/J76E-6W8D] [hereinafter ABA Digital Assets Report] (providing a “comprehensive explanation of federal and state laws that may apply to the creation, offer, uses, and trading of
legacy financial markets where the relative standardization, unification, and coordination of regulations were achieved over the years through multiple international organizations, international clubs such as G20, informal cooperation among regulators, and memoranda of understanding.61

To name a few examples of the current variability in crypto, the restrictive regulations category is demonstrated by the Chinese approach that essentially interdicted digital-asset trading.62 An example of enabling regulations is Malta, a country that has seen a rise of digital-asset firms following its clearly identified pro-innovation strategy.63 A version of modern laissez faire—the light-touch regulation—was pursued in Singapore with some success.64

The United Kingdom, whose capital markets traditionally rivaled those in the United States, is an interesting comparative case study. The United Kingdom’s approach may be assigned to the categories of experimental and enabling. For instance, to promote experimentation, the Financial Conduct Authority (“FCA”) had championed a global sandbox, which the U.S. federal regulators later joined.65 The FCA also warned consumers that some digital assets were unregulated, while others were classified as regulated.66

---

64 Global Financial Innovation Network (GFIN), supra note 12. See also Zetzsche et al., supra note 60, at 38–47 (reviewing regulatory approaches and sandboxes).
simplified framework contrasts with the *ad hoc* fact-intensive analysis under the *Howey* test. On the one hand, the FCA, just like the SEC, states that it employs a case-by-case analysis. On the other hand, the pellucid simplicity of the classification of digital assets into the two buckets of regulated and unregulated is evident.

In making its determinations, the FCA does not focus on the level of decentralization, the intended and actual use, or the continuous efforts of asset promoters to develop an operational platform, *i.e.*, the mainstays of the *Howey* test relied upon by the SEC. The clincher under the FCA’s approach is that unregulated tokens do “not provide rights or obligations akin to specified investments (like shares, debt securities and e-money).” Even when in 2020 the FCA deviated from its experimental philosophy by limiting access of retail consumers to crypto-derivatives, this policy pivot did not sacrifice clarity, and the new rule was equally unambiguous.

As the crypto-industry and technology have yet to reach homeostasis, these four approximations of regulatory choices are not static but dynamic. Major jurisdictions such as South Korea lifted their previously issued bans on cryptoassets and/or passed more enabling statutes for crypto trading. In 2019–2020, Singapore moved toward ensuring more regulatory certainty through licensing requirements and better consumer protection, although it mainly preserved its light-touch approach. Its new Payment Services Act provided “a forward looking and flexible framework for the regulation of payment systems and payment service providers” and created a licensing regime for crypto-exchanges and e-wallet providers.

The U.S. SEC does not directly fit within these four identified strategies: it is neither highly restrictive, nor experimental, enabling, or laissez-faire (*i.e.*, light-touch). Compared with many of its foreign homologues and the U.S. commodity regulator, the CFTC, the SEC has proven less amenable to experimentation. For instance, it skeptically


67. *Davies et al.*, supra note 66. The FCA stated that unregulated tokens “can be centrally issued, decentralised, primarily used as a means of exchange, or grant access to a current or prospective product or service. . . . They can be fully transferable or have restricted transferability.” FIN. CONDUCT AUTH., supra note 66, at 34.

68. FIN. CONDUCT AUTH., supra note 66, at 34.


72. Id.


74. The United States has a comparatively fragmented system of financial regulation, which relies on separate federal securities, banking, and commodity regulators and a layer of state regulatory agencies. These agencies pursue different approaches to the industries and activities, including crypto and fintech, within their respective jurisdictions. See, *e.g.*, Essaghoolian, supra note 60, at 318–27 (providing an overview of various regulators); ABA Digital Assets Report, supra note 60, at 69–167, 276–88 (summarizing U.S. securities, commodity, and banking regulations).

At the same time, it has not halted market experimentation but created a separate office to serve as its principal center of expertise—the Strategic Hub for Innovation and Financial Technology (“FinHub”).\footnote{FinHub: Strategic Hub for Innovation and Financial Technology, U.S. SEC. & EXCH. COMM’N., https://www.sec.gov/finhub [https://perma.cc/HV8U-DRBB] (Jan. 8, 2021).}\footnote{See, e.g., U.S. SEC. & EXCH. COMM’N, ANNUAL REPORT DIVISION OF ENFORCEMENT 3 (2018), https://www.sec.gov/files/enforcement-annual-report-2018.pdf [https://perma.cc/CN83-U744] (discussing the creation of the new Cyber Unit and the Retail Strategy Task Force).} Valerie A. Szczepanik, a highly respected expert, was appointed Senior Advisor for Digital Assets and Innovation to lead FinHub in 2018. In addition, the SEC created a separate Cyber Unit within the Enforcement Division and the Retail Strategy Task Force.\footnote{Press Release, U.S. SEC. & EXCH. Comm’n, SEC Announces Office Focused on Innovation and Financial Technology, Release 2020-303 (Dec. 3, 2020), https://www.sec.gov/news/press-release/2020-303 [https://perma.cc/23QU-G2XG].} In December 2020, FinHub became a standalone office of the SEC, strengthening its effort to “continue to lead the agency’s work to identify and analyze emerging financial technologies . . . and engage with market participants . . . .”\footnote{Instead, the staff issued the Framework, for example. SEC FRAMEWORK, supra note 1.} In reliance on the broad and functional definition of the term “security,” the SEC brought actions in court and in administrative proceedings where it requested (and received) the highest penalties and disgorgement compared with the

Instead, the Alert observes, inter alia, that “[a] particular digital asset may or may not meet the definition of ‘security’ under the federal securities laws.” Id. n.1.
enforcement programs of other major regulators.\textsuperscript{81}

IV. THE SEC ENFORCEMENT PROGRAM: AN EMPIRICAL ANALYSIS

This Part will demonstrate that the SEC’s crypto-enforcement program has been extensive. I urge the reader, however, to avoid making hasty assessments and concluding that the Commission overemphasizes enforcement and investor protection in crypto and fintech. The purposes of the SEC’s enforcement-heavy policy cannot be analyzed in a vacuum but must be deconstructed in light of the agency’s objectives. By law, the SEC pursues the triadic mission of protecting investors, maintaining fair, orderly, and efficient markets, and facilitating capital formation.\textsuperscript{82} Recall that the SEC’s statutory goals in fintech effectively translate into the interplay of protecting market integrity while supporting market innovation and proceeding through clear rules.\textsuperscript{83}

An all-out enforcement policy relying on the broad and functional Howey test may seem to prioritize market integrity and investor protection, suggesting a heavy-handed approach in pursuit of only one statutory objective. At the same time, this sweeping conclusion would be incomplete. While this Part indeed reveals that enforcement actions broadly targeted primary and secondary digital-asset markets, the following Parts will explore how the SEC’s enforcement program not only strategically promoted deterrence and compliance under the “investor protection” mantra, but also ensured regulatory predictability and attempted to avoid undermining innovation.

In this Part, we begin with a detailed breakdown of SEC enforcement. To examine crypto-enforcement, my research assistants and I reviewed all actions initiated by the Commission between mid-2017 and December 31, 2020. The timeframe’s starting point was the date of the DAO Report in which the SEC communicated for the first time its policy on cryptoassets as securities.\textsuperscript{84} My research team and I surveyed the Cyber Enforcement Actions reported on the SEC’s website,\textsuperscript{85} manually searched dockets for additional data on Bloomberg Law, and reviewed SEC enforcement releases and Annual Reports using a set of search words.\textsuperscript{86} I reviewed all complaints, orders, and final decisions.

The scope of crypto-enforcement covered multiple market actors, including issuers of

\textsuperscript{81} Eakeley & Guseva, supra note 55.

\textsuperscript{82} About the SEC, U.S. SEC. & EXCH. COMM’N (Nov. 22, 2016), https://www.sec.gov/about.shtml#:~:text=The%20mission%20of%20the%20SEC,markets%3B%20and%20facilitate%20capital%20formation [“The mission of the SEC is to protect investors; maintain fair, orderly, and efficient markets; and facilitate capital formation. The SEC strives to promote a market environment that is worthy of the public’s trust.”].

\textsuperscript{83} Brummer & Yadav, supra note 16, at 244–46. I agree with Brummer and Yadav that “[c]ombined in their formal mandates—capital formation, investor protection, competition, and market integrity—is also an interest in developing financial innovation.” Id. at 246.


\textsuperscript{86} The search words included the following: ICO, Initial Coin Offering, Blockchain, Bitcoin, Crypto, Cryptocurrency, SAFT, Agreement for Future Tokens, Smart Contract, STO, Security Token, Tokens, Digital Asset, Exchange Offering, Coin, Token Offering, and Virtual Currency.
digital-asset securities and various promotors, such as celebrities participating in offerings. Several actions concerned companies that did not offer digital-asset securities but acquired digital assets and/or proposed to enter crypto-related businesses ("crypto-related firms"). Importantly, the Commission brought actions against gatekeepers such as crypto-exchanges, broker-dealers, an attorney, and an unregistered rating agency. Most defendants and respondents were from the United States, and several were domiciled in offshore jurisdictions, such as the Cayman Islands and the British Virgin Islands, as well as in Canada and Russia.

Table 1 summarizes the data. The results suggest that the highest charges ($1,358,492,664) were paid by non-U.S. and multijurisdictional companies. *Telegram*, however, accounted for $1,242,500,000 of the total civil penalties, disgorgement orders, and prejudgment interest. Excluding this outlier, the total disgorgement and penalties paid by the non-U.S. and multijurisdictional firms were about 30% higher than the civil penalties and disgorgement paid by the U.S. firms in the dataset.

Most respondents and defendants were U.S. firms issuing digital-asset securities in the form of tokens and coins. Foreign-based issuers seem to have been charged only in large-scale cases, as is evident from the total amount of penalties (and disgorgement) divided by the number of the defendants and respondents: the average in the sample was $2,924,400 for U.S. issuers and $13,668,001 for non-U.S.-domiciled and multijurisdictional issuers, excluding Telegram.

Table 1: Market Actors and Charges*

<table>
<thead>
<tr>
<th>Market Actors</th>
<th>Defendant/Respondent’s Domicile</th>
<th>Fines and Disgorgement</th>
</tr>
</thead>
<tbody>
<tr>
<td>ATTORNEY</td>
<td>1</td>
<td></td>
</tr>
<tr>
<td>BROKER-DEALER</td>
<td>4</td>
<td>2</td>
</tr>
<tr>
<td>CRYPTO-EXCHANGE</td>
<td>2</td>
<td></td>
</tr>
<tr>
<td>CRYPTO-RELATED FIRM</td>
<td>12</td>
<td>2</td>
</tr>
<tr>
<td>FUND</td>
<td>3</td>
<td>1</td>
</tr>
<tr>
<td>ISSUER</td>
<td>24</td>
<td>5</td>
</tr>
<tr>
<td>RATING AGENCY</td>
<td>1</td>
<td></td>
</tr>
<tr>
<td>PROMOTER</td>
<td>4</td>
<td></td>
</tr>
</tbody>
</table>

"Telegram" accounted for $1,242,500,000 of the total civil penalties, disgorgement orders, and prejudgment interest.
Table 2 provides similar information on pending cases. Just like Table 1, it emphasizes that the majority of defendants and respondents were issuers of digital-asset securities domiciled in the United States. A closer analysis of these actions suggests that the SEC continues to deal with the backlog of cases related to the Initial Coin Offerings (“ICOs”), an offering technique popular among crypto-entrepreneurs in 2017–2019.  

<table>
<thead>
<tr>
<th>Defendant/Respondent's Domicile</th>
<th>US</th>
<th>Multijurisdictional</th>
</tr>
</thead>
<tbody>
<tr>
<td>BROKER-DEALER</td>
<td>2</td>
<td></td>
</tr>
<tr>
<td>CRYPTO-RELATED FIRM</td>
<td>1</td>
<td></td>
</tr>
<tr>
<td>FUND</td>
<td>4</td>
<td>1</td>
</tr>
<tr>
<td>ISSUER</td>
<td>10</td>
<td>1</td>
</tr>
<tr>
<td>PROMOTER</td>
<td>1</td>
<td></td>
</tr>
<tr>
<td><strong>Grand Total</strong></td>
<td><strong>18</strong></td>
<td><strong>2</strong></td>
</tr>
</tbody>
</table>

An interesting finding is that the SEC filed approximately equal numbers of crypto-actions in court and in administrative proceedings. In the majority of cases, the SEC brought charges not only against the entities but also against their insiders. The SEC sued founders and other insiders mainly in court cases, and those cases (a) resulted in more serious penalties and disgorgement awards and (b) involved allegations of fraud.

---

87. “An ‘Initial Coin Offering’ . . . is a fundraising event in which an entity offers participants a unique digital asset—often described as a 'coin' or 'token'—in exchange for consideration (most commonly Bitcoin, Ether, U.S. dollars, or other fiat currency). The tokens are issued and distributed on a ‘blockchain’ or cryptographically secured ledger.” Complaint at ¶ 29, SEC v. Kik Interactive Inc., 2020 U.S. Dist. LEXIS 181087 (S.D.N.Y. Sept. 30, 2020).

Table 3: Procedural Choices of the SEC and Actions Against Insiders*

<table>
<thead>
<tr>
<th>Court Cases and Administrative Actions</th>
<th>Category I: Allegations of Fraud(^9^0)</th>
<th>Category II: Cases Involving Registration Provisions of the Exchange Act (§§ 5 &amp; 15) and the Securities Act (§5)(^9^0)</th>
<th>Category III: Other Cases(^9^1)</th>
<th>Total Civil Penalties and Disgorgement Awards</th>
</tr>
</thead>
<tbody>
<tr>
<td>Administrative</td>
<td>10</td>
<td>20</td>
<td>1</td>
<td>$103,389,963</td>
</tr>
<tr>
<td>No insiders involved</td>
<td>4</td>
<td>18</td>
<td>1</td>
<td>$96,392,699</td>
</tr>
<tr>
<td>Insiders charged</td>
<td>6</td>
<td>2</td>
<td>0</td>
<td>$6,997,264</td>
</tr>
<tr>
<td><strong>Cases Filed in Court</strong></td>
<td><strong>14</strong></td>
<td><strong>5</strong></td>
<td><strong>0</strong></td>
<td><strong>$1,332,047,213</strong></td>
</tr>
<tr>
<td>No insiders involved</td>
<td>1</td>
<td>3</td>
<td>0</td>
<td>$1,251,093,466 (Telegram accounts for 1,242,500,000)</td>
</tr>
<tr>
<td>Insiders charged</td>
<td>13</td>
<td>2</td>
<td>0</td>
<td>$80,953,747</td>
</tr>
<tr>
<td><strong>Grand Total</strong></td>
<td><strong>24</strong></td>
<td><strong>25</strong></td>
<td><strong>1</strong></td>
<td><strong>$1,435,437,176</strong></td>
</tr>
</tbody>
</table>

* Table 3 does not include cases pending as of December 31, 2020. It also excludes trading suspensions and an order revoking the registration of securities of an issuer.

To assess whether the strategy of the SEC was different pre- and post-Telegram (the case that produced the highest civil penalties and disgorgement award), I ran two two-

---


90. Securities Act of 1933 § 5 (codified as amended at 15 U.S.C.A. § 77e); Securities Exchange Act of 1934 §§ 5, 15 (codified as amended at 15 U.S.C.A. §§ 78e & 78o). If a case did not involve any allegations of fraud and related to one or several of these registration provisions, the case was classified as Category II.

sample t-tests with a two-tailed distribution. The results of the t-tests, reported in Appendix I,92 suggest that we cannot reject the null hypothesis that the total civil penalties and disgorgement are equal before and after Telegram. The p-values indicate that the results are not statistically significant.

The first test examines the cases against issuers of digital-asset securities and various “gatekeepers” such as crypto-exchanges, broker-dealers, a rating agency, and investment funds (or entities functionally similar to investment funds). The data include total civil penalties and disgorgement awards for the 32 cases initiated before Telegram and the 11 cases brought after Telegram. The second test provides the results for all actions against the digital-asset issuers in the dataset (20 pre-Telegram cases and ten post-Telegram cases). Both tests omit the pending cases in the data and exclude Telegram itself as a large outlier. The results are not statistically significant.93

By negative implication, since the null hypothesis cannot be rejected at this point, one can merely speculate that some underlying factors could have affected the direction of enforcement; that the SEC became emboldened by its enforcement successes because it had not lost a single crypto-case in court and in administrative proceedings; that the Commission detected some underlying changes in the crypto-market and its caseload; or that Telegram was a sizeable and unusual outlier.

Going back to descriptive analysis, the following Chart demonstrates that violations of Section 17 of the Securities Act94 and Section 10(b) and Rule 10b-5 of the Exchange Act95 were the main allegations. The second major category included violations of Securities Act Section 5 and Exchange Act Sections 5 and 15, i.e., various registration-related provisions.96 The third category in the Chart consists of reporting violations,97 trading suspensions issued by the SEC pursuant to Section 12(k) of the Exchange Act,98 an order revoking registration of securities under Section 12(j) of the Exchange Act,99 and violations of the Investment Advisers Act.100

---

92. Infra Appendix I.
93. Id.
98. Securities Exchange Act of 1934 § 12(k) (codified as amended at 15 U.S.C.A. 78l(k)). These suspensions were issued mainly in cases involving “crypto-related companies.”
An interesting observation is that many issuers of digital-asset securities were charged primarily with the violation of the registration provisions of Section 5 of the Securities Act, i.e., there were no allegations of fraud. Namely, out of the 42 issuer-related actions in the dataset, as many as 18 were initiated under Section 5. Insiders were charged in only two out of the 18 cases not raising allegations of fraud.

Such a high number of actions for pure registration violations dovetails with the findings of my study on securities registration and exemptions in crypto-offerings. Active enforcement may explain why cryptoasset issuers slowly began to move away from the ICO model and sought to comply with securities law, mainly in reliance on the exemptions from Section 5, including Regulation D or, more rarely, Regulation A.

The fear of enforcement alone could be a potent incentive to comply. In the case of the SEC’s crypto-enforcement program, this fear should be magnified twofold due to the

---

* The Chart includes cases pending as of December 31, 2020. The cases are classified based on the initial dates of the actions. “EA” stands for “Exchange Act,” and “SA” means “Securities Act.”

---

101. It is possible that the SEC decided not to charge some defendants with securities fraud in light of various procedural and prosecutorial reasons. Self-evidently, this fact alone does not automatically imply that the firms that failed to register their securities were engaged in fraudulent activities.
102. Guseva, supra note 56.
104. 17 CFR § 230.251 et seq. (2021). See also Guseva, supra note 56. Recently, developers found novel ways to fund and promote their projects, particularly in decentralized finance (“DeFi”), which is a development that the SEC has not yet addressed. Infra Part VIII.
scale and scope of the Commission’s actions and the breadth of the functional Howey test.

V. GAME THEORY AND THE SEC

Despite its active enforcement approach, the Commission is not single-mindedly focused on market integrity and investor protection, which are only one aspect of its ternary statutory objectives. This Part lays out a game-theoretic framework that explains how the SEC can balance innovation, clarity, and integrity, even when the underlying “game” rests on something as vague and all-encompassing as Howey and the enforcement approach examined in Part IV. 105 The next Part will support this theory with concrete examples.

Recall that the SEC made its first crypto-related policy statements in 2017 and declared that digital assets could be securities falling under the investment contract category. 106 After that, the interactions between the Commission and the market became a game of complete but imperfect information. The regulator and the market knew their available strategies but did not know in advance what each of them would do. 107

To “solve” this game, we may use the traditional game theory methods of looking at the best strategies of the participating players and the equilibrium “that will result if each player undertakes her best strategy.” 108 Let us review a simplified model 109 in which the strategies available to the Commission and the private firms, which I will call “private players,” can be summarized as follows:

First, the private players would have a binary choice of either cooperating by complying with securities law or not. 110 The principal mode of cooperation should be

105. Although the analysis in this Part may be used in the context of enforcement outside of crypto and fintech, my primary focus is only crypto- and fintech-related innovations.

106. The DAO Report, supra note 84.


108. Ian Ayres, Playing Games with the Law, 42 STAN. L. REV. 1291, 1297 (1990) (reviewing ERIC RASMUSEN, GAMES AND INFORMATION: AN INTRODUCTION TO GAME THEORY (1989)). The related equilibria concepts are Nash, dominant strategy, and iterated dominant strategy equilibria. The dominant strategy exists “if each player’s strategy is a best response to any strategies of other players. By contrast, the less demanding Nash equilibrium solution concept requires that each player’s strategy be a best response only to the other players’ Nash equilibrium strategies.” Id. at 1297 n.36.

109. This simplification does not present a mathematical proof and purposely focuses on “the simplest assumptions” to structure the model. See, e.g., ERIC RASMUSEN, GAMES AND INFORMATION: AN INTRODUCTION 14–15 (Blackwell Publishing 4th ed. 2007) (1989). It also ignores the probability with which the players choose one of the available courses of action and does not explore in great detail the factors that the SEC considers in bringing enforcement actions. These factors include, inter alia, whether an action has programmatic importance, the publicity and scholarship associated with a popular asset class, such as cryptoassets, the industry at issue or the firm. SECURITIES AND EXCHANGE COMMISSION DIVISION OF ENFORCEMENT, ENFORCEMENT MANUAL 4, 15–16 (Nov. 28, 2017), https://www.sec.gov/divisions/enforce/enforcementmanual.pdf [https://perma.cc/TLCD-9C2D]. See also Jonathan Macey, Regulation and Scholarship: Constant Companions or Occasional Bedfellows?, 25 YALE J. ON REGUL. 305 (2008) (comparing the influence of scholarship, mass media, and politics on capital market regulations and enforcement).

110. This theoretical model does not account for issuers who may leave and geofence the United States market and eliminate any risk of exposure to securities law liability. Indeed, a significant number of crypto-firms have attempted to exclude U.S. participants. See, e.g., Goforth, supra note 30, at 4 (“It is worth noting that the U.S. is already regarded by many as hostile to crypto entrepreneurs. As a result, many crypto deals are being conducted to exclude participation by or benefit to U.S.-based investors. For example, it was reported that in the first quarter of 2019, 86 Initial Coin Offerings (ICOs) were specifically structured to exclude U.S.-based investors, making the U.S. the single country most likely to be excluded from crypto offerings, followed by North Korea,
compliance with the pre-sale registration and reporting requirements of the securities laws, although some post-sale actions, such as self-reporting to the SEC, could also indicate cooperation.

Second, the SEC also could respond by “cooperating” or “not cooperating.” Under the option “cooperate,” the SEC, for instance, could forbear proceeding with enforcement and/or show leniency to a firm that attempted to comply. The reverse of this cooperative behavior would be pursuing a strict enforcement policy (not cooperating). A cooperating SEC would support industry innovation, whereas a tough-enforcer SEC would focus on market integrity, which are both its regulatory objectives. For simplicity, I will call these strategies available to the private players and the SEC “cooperate” and “not cooperate.”

Now, let us turn to the payoffs, i.e., the expected utility from the game, of these two parties. What can they gain from cooperating or not cooperating? For the private player, the payoff is X. X includes the player’s lower risk of a civil penalty, injunctive relief, and/or possible disgorgement of profits, as well as a higher chance that its business project would proceed unimpeded. X also includes a lower risk of enforcement against the founders. In addition, X incorporates a decreased probability of a private follow-on action, i.e., a situation where private plaintiffs file a lawsuit or bring a securities class action following an SEC enforcement action.

These risks are real. Recall, for instance, that actions against the founders of crypto-ventures have been common. Ripple, the target of the SEC’s December 2020 complaint, demonstrates the risks of follow-on actions. Only a month after the SEC had filed its complaint, Ripple already faced redemption requests from its investors. In January 2021, the Court of Chancery of the State of Delaware issued a temporary restraining order preventing Ripple from active trading in cryptocurrency XRP and ordered Ripple to maintain a net zero position in its XRP transactions. To summarize, X consists of

iran, and Syria.”). However, eliminating the exposure to the U.S. securities law liability regime is a tall order: the SEC has brought actions against foreign crypto-firms, and its extraterritorial jurisdiction is broad. See supra Part IV; infra Part VLD; infra Part VII. This suggests that the model presented here is of interest to both domestic and foreign firms.

111. For a discussion of major compliance options available to issuers, see Guseva, supra note 56. See also Statement, supra note 80; infra Part VI (providing examples of cooperative actions).

112. It is possible that specific avenues for cooperation would not be entirely clear to a market participant. Its understanding and “cooperation” options could depend on whether the firm had already started its projects and then began searching for post-facto compliance options and/or whether that specific developer understood the law and the SEC’s policy at the time its project was originated.

113. See, e.g., Ayres, supra note 108, at 1296 n.31 (defining payoffs and outcomes of a game).


115. Supra Part IV.


multiple direct and potential payoffs from cooperation. Conversely, a loss of X represents a cost to a firm.\textsuperscript{118} The option to cooperate is not free, however. When a firm calculates its cooperation payoff, it must consider that compliance with securities law is costly. Its expected payoff would be reduced by compliance costs,\textsuperscript{119} whereas if the private player did not comply, it would save on compliance. Let S stand for these costs (or savings in case the firm preferred to not cooperate and not comply).

In some cases, the private player who cooperated would fail to be fully compliant, and the SEC would bring an action. In that case, the private firm could still receive some reduced benefit from its cooperation, examples of which are discussed in the following Part.\textsuperscript{120} Let us denote this reduction as “X/µ.” Since the attempted compliance was unsuccessful, it is also possible that the firm did not spend an optimal amount on compliance, i.e., it expended less than S (e.g., some “S/µ”).

For the SEC, there are the two policy payoffs of supporting innovation (let us denote it “Benefit (Innovation)”) and of fiercely protecting investors and market integrity (“Benefit (Integrity)”). Note, however, that there is no direct tradeoff between Innovation and Integrity, and the choice of payoff for the SEC is not binary. For instance, the SEC might lose some Benefit (Innovation) through harsh enforcement, which would suggest an anti-innovation stance, but it could reduce this loss by awarding cooperation credit for attempted compliance to bona fide private players. Indeed, it has done that in the several cases discussed further in this Article.\textsuperscript{121} Should the SEC award cooperation credit, the loss of Benefit (Innovation) would be reduced by some factor (“β”).

Note also that the benefits from acting as the “protector” of investors and market integrity (Benefit (Integrity)) could also be reduced if the SEC initiated enforcement against bona fide private players who attempted to comply. For one thing, the potential harm to investors would be lower in those cases because there could be no fraud in the first place.

The second problem is that those bona fide innovative projects could be beneficial to the market, albeit not fully compliant with the securities laws. As the SEC has neither experience nor expertise in assessing the merits of technological innovations, it might be unable to fully grasp if a specific enforcement action would promote market integrity. To reflect this possibility, Benefit (Integrity) is reduced by some factor α. The final factor relating to the Commission’s payoff is, of course, the costs of bringing enforcement actions (“Enf.”).

action before a District Court is distinguishable from the other avenues available to the SEC, which would result in an SEC determination. These avenues all end at the same point: a final conclusion that the instrument at issue is a security now and is a security going forward. The Enforcement Action against Ripple may ultimately end in a similar place. But it will arrive there because of the District Court's decision, not the SEC’s.”).

\textsuperscript{118} It also reflects the fact that the funds would be transferred back to investors and the regulator. While not being a regulatory cost \textit{per se}, the transfer would represent a loss to a target firm. Howell E. Jackson, \textit{Variation in the Intensity of Financial Regulation: Preliminary Evidence and Potential Implications}, \textit{24 YALE J. ON REGUL.} \textbf{253}, \textbf{262} (2007) (the penalties “do not generally qualify as regulatory costs since they represent resources transferred to other parties and can be used for other purposes”).

\textsuperscript{119} For a discussion of compliance costs, see Guseva, \textit{supra} note 56.

\textsuperscript{120} \textit{Infra} Part VI.

\textsuperscript{121} \textit{Id.}
Now, we can simplify this game in a normal form representation and the following bimatrix:

Pic 1. Bimatrix: The Payoffs

<table>
<thead>
<tr>
<th>SEC</th>
<th>Private Firms</th>
<th></th>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Cooperate</td>
<td>Not cooperate</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Cooperate</td>
<td>(X-S); Benefit (Innovation)</td>
<td>(X + S); – (Benefit (Innovation)+Benefit (Integrity))</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Not cooperate</td>
<td>(X/µ - S/µ); (Benefit (Integrity)/α – Benefit (Innovation)/β – Enf.)</td>
<td>-(X-S); (Benefit (Integrity) – Enf.)</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Let us begin with the upper left corner—“cooperate/cooperate”—when both the private player and the SEC cooperated. The Commission would not initiate an enforcement action in this case and/or would show leniency even if the private player’s good faith attempts at compliance were imperfect (i.e., the SEC would save on enforcement). In “cooperate/cooperate,” the Commission would build rapport with the industry, support innovation, and facilitate capital formation. It would reap Benefit (Innovation), which also should burnish the SEC’s reputation and promote innovative projects developed by bona fide private players.

In “not cooperate/not cooperate” (i.e., the private player did not cooperate/the SEC did not cooperate), the SEC would strictly enforce where the private player ignored securities law and engaged in noncompliant behavior. In this case, the SEC would pursue its objective of investor protection and market integrity generating the payoff of Benefit (Integrity). At the same time, it would also incur enforcement costs (“Enf.”).

Next is “cooperate/not cooperate”: when the firm cooperated and made a good faith attempt at compliance, but the SEC responded with an enforcement action regardless of the private player’s compliance efforts. Here, the SEC would experience a payoff reduction in relation to the costs of enforcement (Enf.). A more important issue, however, is the lower joint payoff from its regulatory objectives of Innovation and Integrity. The payoffs from each depend on the underlying social loss from prosecuting possibly valuable and non-fraudulent projects (α) and the extent to which the SEC appreciates and rewards compliance (β).

Finally, in the upper right corner, we have “not cooperate/cooperate.” Here, the Commission would not initiate enforcement (to wit, it would “cooperate”) despite the private player’s flagrant noncompliance. As a result, the SEC would fail to pursue its regulatory objectives, suffer damage to its reputation, and expose investors, who had been expecting more diligent enforcement, to risk. These negative payoffs are expressed as a reduction of both Benefits of promoting market integrity (and ensuring investor protection as part of it) and supporting legitimate innovations.

The actual payoffs of the Commission would reflect the heterogenous nature of the

---

122. Self-evidently, this normal form game ignores that the parties move in sequence, revealing their preferences. See, e.g., Ayres, supra note 108, at 1300 (summarizing normal form games). We will get back to this point later in this Part.
developers who chose “not cooperate.” For instance, some of them could aim to save on compliance but build valuable projects, while others could be swindlers. The SEC, however, might be unable to distinguish ex ante between the two groups and would risk losing the joint payoff from protecting market integrity and promoting legitimate innovations.

Even though the SEC in “not cooperate/cooperate” would save on enforcement (Enf.), this cannot be a major consideration: the costs of enforcement are fixed, and the Commission enjoys economies of scale due to the considerable expertise and skill of its Enforcement Division. Enforcement costs incurred in the course of penalizing openly non-compliant crypto-firms should be less important compared with a double dent in the reputation and economic damage.

The crypto-community is constantly discussing recent news, which suggests a high publicity level for most enforcement actions and projects. SEC’s mistakes would be visible. In addition, if a firm openly preferred not to comply, it could be engaging in fraud, which would not only lead to harm to investors but also make other crypto-projects tainted by association, a phenomenon that possibly happened in the ICO market. The absence of enforcement could thus reduce innovation by depriving legitimate entrepreneurs of access to capital markets.

Altogether, these four payoffs of the Commission can be ranked from the highest to the lowest as follows:

1. The strategy with the highest payoff—the dominant strategy—is “cooperate/cooperate.”
2. The payoff from “cooperate/not cooperate” depends on the underlying projects’ quality and how well the Commission rewards attempts at cooperation.
3. “Not cooperate/not cooperate” generates the pure benefit of protecting market integrity.
4. The option of “not cooperate/cooperate” becomes the SEC’s strictly dominated strategy with the lowest possible payoff.

This ranking of payoffs reflects the efficacy often associated with the “tit-for-tat” strategy that can be very successful given the matrix of payoffs in enforcement. My model, however, is more complex than tit-for-tat to the extent that the second SEC payoff

123. Business actors are heterogenous. “[A]ll corporate actors are bundles of contradictory commitments to values about economic rationality, law abidingness, and business responsibility....” IAN AYRES & JOHN BRAITHWAITE, RESPONSIVE REGULATION: TRANSCENDING THE DEREGULATION DEBATE 19 (Oxford Univ. Press 1992). Some firms, obviously, are fraudsters. Yet, it is possible that “we should avoid a premature assumption that certain offenders are incorrigible....” Id. at 33. All one can state with certainty is that this heterogeneity of firms and their changing nature should complicate SEC’s decision-making. These factors should not affect the underlying regulatory objectives of the Commission (i.e., promoting innovation and protecting market integrity).


125. See, e.g., Zetsche et al., supra note 62, at 269–71.

126. Tit-for-tat “means that the regulator refrains from a deterrent response as long as the firm is cooperating; but when the firm yields to the temptation to exploit the cooperative posture of the regulator and cheats on compliance, then the regulator shifts from a cooperative to a deterrent response.” AYRES & BRAITHWAITE, supra note 123, at 21.

127. Id. (“Confronted with the matrix of payoffs typical in the enforcement dilemma, the optimal strategy is for both the firm and the regulator to cooperate until the other defects from cooperation.”).
is contingent on project quality and acknowledgement of cooperation. Moreover, a private player can be wiped out by SEC enforcement, in which case a specific game is never repeated between the same player and the Commission, and the lessons from the game become more important to the industry as a whole than to the scuttled ship of the original player.

And what about that private player’s expected payoffs? The private player’s payoff would be higher in the upper right corner when it did not cooperate and the SEC cooperated: if there were no enforcement and the firm did not incur compliance costs, the firm’s payoff would be X+S (i.e., escaping enforcement plus saving on compliance). However, this is not the solution to this game.

The private player should anticipate that the SEC’s strictly dominated policy is “not cooperate/cooperate.” Therefore, the private firm should respond accordingly\textsuperscript{128} by choosing to cooperate which would give it the benefit of X less the costs (S)\textsuperscript{129} if the SEC also cooperated in turn. This may be the Nash equilibrium of this game.\textsuperscript{130} Everyone happily cooperates, and innovations are chugging along.

The foundation of such “cooperation” is based on the identification of the Commission’s strictly dominated strategy. For simplicity, I will ignore other relevant factors, such as the permanence of the SEC’s status\textsuperscript{131} and its extensive extraterritorial reach,\textsuperscript{132} both increasing the probability of compliance. This does not change the solution of the game.

A refinement is in order, however. In this dynamic game, the players are moving in sequence.\textsuperscript{133} This particular “game” is a game of cooperation and coordination\textsuperscript{134} where the equilibrium, i.e., “an outcome where each individual is playing her best response to what everyone else is doing,”\textsuperscript{135} may not be one single concept,\textsuperscript{136} and the players develop

\begin{itemize}
\item \textsuperscript{128} Baird et al., supra note 107, at 11–12.
\item \textsuperscript{129} An important condition is that X>S.
\item \textsuperscript{130} A set of strategies is a Nash equilibrium if no player has an incentive to deviate from her strategy given that the other players do not deviate,” Ayres, supra note 108, at 1297.
\item \textsuperscript{131} The permanence of the SEC’s status affects the structure and durability of its interactions with private firms. See, e.g., Robert Axelrod, The Evolution of Cooperation 182 (Basic Books 1984) (observing that “the durability of the relationship” is key to cooperation).
\item \textsuperscript{132} See, e.g., Richard W. Painter, The Dodd-Frank Extraterritorial Jurisdiction Provision: Was it Effective, Needed or Sufficient?, 1 HARV. BUS. L. REV. 195, 214–21 (2011) (discussing the broad extraterritorial authority of the SEC and the relevant provisions of the Dodd-Frank Act). Recall also that the SEC routinely initiates actions against firms domiciled outside the United States. Supra Part IV.
\item \textsuperscript{133} Scholars have observed that in these games the dominant strategy equilibrium is weak, and “the Nash solution concept is weak . . . because it does not test the stability of deviations from the equilibrium path.” Ayres, supra note 108, at 1304. One way to deal with these problems is by using the concept of subgame perfection. Id. at 1305–06. These specific solutions are outside the general scope of this Article.
\item \textsuperscript{134} Richard H. McAdams, Beyond the Prisoner’s Dilemma: Coordination, Game Theory, and Law, 82 S. Cal. L. Rev. 209, 220–25 (2009) (discussing various coordination games).
\item \textsuperscript{135} Id. at 212.
\item \textsuperscript{136} Instead, there can be multiple equilibria. Id. See also Robert B. Ahlief, The Visible Hand: Coordination Functions of the Regulatory State, 95 MINN. L. REV. 578, 627 (2010) (“In coordination games, there is more than one combination of strategies from which neither party is incentivized to shift, absent a parallel shift by the other”). This situation “generates distinct challenges to achieving and maintaining efficiency, both at the front and back end of the coordination process.” Id. at 628.
\end{itemize}
interdependent strategies.\textsuperscript{137}

By converting this game into a dynamic, extensive-form game, we can show the parties’ sequential moves in a tree diagram where every branch and every node represent different actions and decisions available to the SEC and private parties.

Pic. 2: Tree Diagram

The tree diagram demonstrates how the private player makes her move anticipating the SEC’s response. First, a rational private player would not expect the SEC to play its dominated strategies\textsuperscript{138} and thus would move to cooperate (provided, of course, that its payoff from cooperation exceeded the price of compliance (i.e., $(X-S)>0$)). Second, the SEC would observe what the firm did and make the next move.\textsuperscript{139} The solution of the game may be the same as in the bimatrix: knowing that when it cooperated, the SEC would choose to cooperate, and when it did not cooperate, the SEC would choose to enforce, the private player should choose cooperation.

This solution would also comport with the evolutionary game theory: “law can influence behavior by its labeling power.”\textsuperscript{140} In openly threatening to label parties as securities law violators, the SEC relies on the descriptive power of the law and affects the strategies of the private players by nudging them to cooperate.

A caveat is that the SEC would move based on its best payoff that consists of a combination of the payoffs from supporting innovation (Benefit (Innovation)) and protecting investors and market integrity (Benefit (Integrity)). True, “cooperate/cooperate” should give it the highest payoff.\textsuperscript{141} Yet, the SEC may receive some reputational, economic,

\begin{itemize}
  \item \textsuperscript{137} Id. at 613–14.
  \item \textsuperscript{138} BAIRD ET AL., supra note 107, at 306.
  \item \textsuperscript{139} The related assumptions are that the SEC staff has enough expertise to easily distinguish between compliance and cooperation and non-compliance/non-cooperation and that the firm’s choices can be observed by the SEC.
  \item \textsuperscript{140} McAdams, Focal Point, supra note 49, at 1691.
  \item \textsuperscript{141} Scholarship suggests that responding to cooperation with cooperation (or non-cooperation with non-cooperation) is the simple tit-for-tat strategy, which “in maximizing the difference between the punishment payoff and the cooperation payoff, [...] makes cooperation the most economically rational response.” It also “holds out
and policy benefits from “cooperate/not cooperate,” i.e., there may be cases where the SEC would prefer to reply with enforcement to attempts to cooperate.

The outcome depends on the values the Commission assigns to Benefit (Innovation) versus Benefit (Integrity) in specific circumstances. Namely, the SEC should compare its payoffs from an enforcement response to cooperation as follows: (Benefit (Integrity)/\(\alpha\) – Benefit (Innovation)/\(\beta\) – Enf.) > Benefit (Innovation). These values determine whether the SEC would choose to cooperate.

Alas, the respective weights of Innovation and Integrity and the specific factors that tip the balance in favor of one or another may be unknown to the private players beforehand. This incompleteness of information should lead to a number of issues. For one thing, in dynamic games, it is imperative that players have clear ex ante expectations about the game. These expectations would, inter alia, impact their incentives to cooperate and coordinate. Based on the players’ understanding, they would estimate (1) whether the Commission would ignore their cooperation and (2) their subsequent losses in the “cooperate/not cooperate” sequence.

Private players could glimpse this information from the earlier enforcement policies and from the circumstances of previous defendants who had attempted to cooperate. If the SEC ignored cooperation in the past, then the private players would expect to get nothing from their own cooperation (i.e., there would be wasteful attempts at compliance followed by a total loss of X). If one expects nothing from being a good citizen, one may forgo compliance altogether, and a suboptimal equilibrium of ab initio non-compliance (“not cooperate”) ensues. In that scenario, a private player would aim to save on the legal costs (the value of S) and hope that the SEC would miss her non-compliant behavior.

*See, e.g.*, Ayres & Braithwaite, supra note 123, at 26.

*See*, e.g., Ahdieh, supra note 136, at 634.

In that case, the comparative payoffs from its response to a firm’s cooperation may be as follows: (Benefit (Integrity)/\(\alpha\) – Benefit (Innovation)/\(\beta\) – Enf.) > Benefit (Innovation).

In addition, the Commission itself may make mistakes and misevaluate the quality and, consequently, the benefits from specific innovations.


This is an important avenue through which private players can receive information. Parties’ expectations are related to knowledge and information production. *See*, e.g., Ahdieh, supra note 136, at 618–28.

We can also view this situation as a repeated game where multiple private players participate, and every one of them takes into account the SEC’s overarching policy leading to the creation and evolution of “conventions.” *See*, e.g., McAdams, supra note 49, at 1690 (observing that in repeated games conventions emerge, and “evolution occurs by players . . . learning from experience in the game and . . . switching to strategies that provide greater expected utility” (emphasis omitted)).

Ayers and Braithwaite postulate, for instance, that “corporate actors are not just value maximizers—of profit or of reputation. They are also often concerned to do what is right, to be faithful to their identity as a law-abiding citizen, and to sustain a self-concept of social responsibility.” *Ayres & Braithwaite*, supra note 123, at 22. Consequently, [i]t to reject punitive regulation is naive; to be totally committed to it is to lead to a charge of the Light Brigade. The trick of successful regulation is to establish a synergy between punishment and persuasion.” *Id.* at 25. Moreover, “forgiveness is advocated more for its importance in building a commitment to comply in future.” *Id.* at 27.

In the alternative, the firms could attempt to leave the “game,” i.e., the U.S. market, by geofencing U.S. investors, as some crypto-firms have done. *See*, e.g., Brand Voice, *Binance Finally Blocks United States Users,*
Indeed, the SEC is not omniscient and omnipresent. While it is true that the SEC has devoted more considerable resources to crypto-enforcement than its foreign counterparts, the probability of SEC crypto-actions must be less than unitary. So is the expected risk of enforcement. The individual player’s perception of her liability risk could depend more on the probability of liability than the magnitude of sanctions. In short, a rational player might reasonably hope to slip through the cracks in the enforcement machine.

In the alternative, the private players could fake “cooperate” by saving on compliance and, once again, hope to be pooled together with and hide among the good firms who spent more on compliance and cooperated. In either case, the private players would deviate from the securities law framework that the SEC aims to promote. The SEC, as a result, would have to respond with more enforcement and spend more resources.

This suboptimal outcome could be avoided if the private players knew the preferences of the Commission (including the values the SEC assigned to the benefits of being perceived pro-innovation and/or pro-enforcement). Due to the uncertainties associated with the functional approach of the Howey test, such understanding and knowledge come mainly from SEC enforcement and interpretative statements that signal the comparative values of the Commission’s policy objectives. The resulting predictability and strategic clarity may prevent multiple equilibria entailing non-coordination, higher barriers to entry for private firms, and inadequate cooperation between the innovators and the regulator.

At the normative level, the SEC, therefore, should be expected to pay attention to the key cooperation mechanisms, which include not only imposing sanctions but also providing information and building trust. This also suggests that the Commission’s

151. See supra note 49.


153. STEVEN SHAVERL, FOUNDATIONS OF ECONOMIC ANALYSIS OF LAW 481 (2004) (“[O]nce one encounters the notion that the probability of sanctions . . . matters more than their magnitude,” although there is “the need for caution in interpreting what would appear to be the effect of the probability of sanctions . . .”).

154. It is also possible that operating outside the law by using innovative technologies may serve as a positive accelerator of change and legal modernization. Tim Wu’s and Pollman & Barry’s analyses, for instance, examine these dynamics of regulatory entrepreneurship. Tim Wu, Strategic Law Avoidance Using the Internet: A Short History, 90 S. CAL. L. REV. POSTSCRIPT 7 (2017); Elizabeth Pollman & Jordan M. Barry, Regulatory Entrepreneurship, 90 S. CAL. L. REV. 383 (2017). Yet, such entrepreneurship is an expensive and enforcement-heavy accelerator that may be unnecessary if the market is prodded towards ex ante cooperation as a method of change.

155. Namely, due to the potential of non-coordination, “players may remain on the sidelines for fear of making the wrong choice.” Adieh, supra note 136, at 629.

156. See, e.g., Lee, supra note 146, at 1138–39 (“The conventional paradigm assumes that (1) problems of cooperation, as represented by the Prisoner’s Dilemma, are solved by changing incentives through sanctions; and (2) problems of coordination . . . are solved by changing expectations, not incentives. A substantial body of scholarship . . . argued that changing expectations—building trust and increasing the perception that others are cooperating—can be far more effective in solving the Prisoner’s Dilemma.”); McAdams, supra note 49, at 1657 (“Solving cooperation problems requires a change in payoffs. Solving coordination problems, however, just requires the right kind of expectations.”).
enforcement strategies, as an information device, should be consistent, amenable to rational explanation, and built on firm commitments maintaining the regulator’s predictability, credibility, and reputation.

The following Parts demonstrate that the SEC indeed acted according to these predictions in the first two years of its crypto-enforcement program. Between July 2017 and June 2019, the SEC pursued consistent strategic moves. Despite its reliance on the vague functional definitions, the Commission created a set of predictable “rules of the game” using enforcement as a policy device promoting clarity and balancing Benefits (Integrity) and (Innovation).

VI. EXAMPLES OF STRATEGIC MOVES

A. The SEC as a Brilliant Tactician

The specifics of the SEC’s crypto-enforcement program may be distilled into a distinct collection of several strategic moves. A strategic move is preemptive and steers the other party toward deterrence or compliance with a desired course of action. The purpose behind many strategic actions is “to induce the others to take actions different than they would otherwise,” i.e., to deter a firm from making an undesirable move and compel it to comply and cooperate.

Over the past three years, the SEC has masterfully deployed several game-theoretic strategies: commitments, threats, assurances, warnings, penalties, and promises encouraging cooperation and consultations with the staff. For the most part, the SEC’s actions and policies had a high level of consistency and predictability.

B. Commitments and Threats

1. The First Strategic Move

The first action on digital assets was the Section 21(a) investigation report issued in

---

157. Trustworthiness of public agencies does not necessarily translate into their automatic credibility. Credibility is something an agency needs to build by maintaining its reputation. See, e.g., Lee, supra note 146, at 1166.

158. The key benefit of the law as a coordination mechanism is the reputation of government agencies. McAdams, supra note 49, at 1668–72 (discussing the comparative advantages of legal expression). Moreover, expending resources to act on commitments and threats makes them credible. This ensures cooperation in the form of compliance (and/or deterrence). This point has been emphasized in other contexts such as inter-firm behavior. Firms, for instance, “may find it worthwhile to expend considerable resources in crushing a single competitor in order to develop a reputation” and “generate greater deterrence benefits” in several markets where they operate. George A. Hay, A Confused Lawyer’s Guide to the Predatory Pricing Literature, in STRATEGY, PREDAION, AND ANTITRUST ANALYSIS 161 (Steven C. Salop ed., 1981).

159. Alas, more recently the regulator has switched its strategy to a possibly suboptimal equilibrium. Infra Parts VII & VIII.


161. BAIRD ET AL., supra note 107, at 50–51 (describing extensive form games).

162. DIXIT & NALEBUFF, supra note 160, at 183.
July 2017. The Report stated that “the U.S. federal securities law may apply to various activities, including [DLT] . . . without regard to the form of the organization or technology used to effectuate a particular offer or sale.” Enforcement may follow non-compliance.

From a game-theoretic perspective, the Report is not only a legal document but also a collection of the following strategic moves. First, it is a commitment, which is an unconditional first move irreversible in the future. Second, it contains an advance warning, which has an informational purpose and signals to market participants how the regulator will react in response to their actions. Third, it demonstrates a threat, which represents “a promise to carry out a certain action if another player deviates from his equilibrium actions” or “is a response rule that punishes others who fail to act as [the SEC] would like them to.”

Consider that a Section 21(a) report does not represent “an adjudication of any fact or issue . . . , nor does it make any findings of violations by any individual or entity.” It also would not invoke the same Chevron deference as a formal rule would. The 2017 Report’s major plausible purpose was precisely to make the SEC’s commitment to its objectives public, to lay out a warning, and to outline a conditional response rule, namely, what would happen to issuers of digital-asset securities who did not follow the securities law framework.

I present only a bare-bones description of this case here. The DAO operated as a decentralized autonomous organization embedded in a computer code, a smart contract. The decentralized governance structure permitted token-holders to vote on how to spend their capital contributed to the DAO without the involvement of third-party managers or boards of directors. This organizational structure may be analogized with that of an

163. The DAO Report, supra note 84, at 10. See also Statement, supra note 80.
164. The DAO Report, supra note 84, at 10.
165. DIXIT & NALEBUFF, supra note 160, at 173–75. See also SCHELLING, supra note 19, at 34–39.
167. RASMUSEN, supra note 109, at 118.
168. DIXIT & NALEBUFF, supra note 160, at 125.
169. The DAO Report, supra note 84, at 2 n.2.
investment fund, except that there were no asset managers to run the fund. The founders raised capital through the sale of tokens, the funds were supposed to be used for investment in other projects, and profits (“rewards”) would be shared among token-holders.\textsuperscript{174} After a successful capital-raising stage, about a third of the DAO’s assets were erased in an attack. All the while, the decentralized organization was dealing with governance issues and how to vote to prevent siphoning off the assets. In fact, effective voting and decision-making remain an issue in decentralized governance.\textsuperscript{175}

The founders of the DAO finally endorsed a change in the Ethereum protocol, “hard fork,” which allowed the investor contributions to be transferred to a recovery address.\textsuperscript{176} The attack exhibited technological vulnerabilities of decentralized organizations and garnered considerable public attention. Most importantly, it attracted the attention of the SEC.

The SEC applied the “investment contract” definition explicated in \textit{Howey}\textsuperscript{177} to the DAO project and its digital assets. Recall that this iconic decision was delivered in the zeitgeist of the mid-20\textsuperscript{th} century and has several prongs that all must be satisfied.\textsuperscript{178} The DAO Report, having almost summarily disposed of several \textit{Howey} prongs, spent several pages on the prong that is less obvious in decentralized governance—promoters’ pre-offering and post-offering efforts.\textsuperscript{179} Those efforts included, \textit{inter alia}, selecting a group of sophisticated persons to whitelist investment proposals for further submission to token-holders for approval.\textsuperscript{180} This, theoretically, implicated the collective action problem, agency costs, information asymmetry, and other typical risks conceptualized by Berle and Means almost a century ago\textsuperscript{181} and handled through the safety net of the federal securities laws.\textsuperscript{182} In the end, the breadth of the \textit{Howey} interpretation of the term “investment contract” allowed the SEC to gain a foothold in crypto and firmly assert that tokens could

\textsuperscript{174} \textsuperscript{175} \textsuperscript{176} \textsuperscript{177} \textsuperscript{178} \textsuperscript{179} \textsuperscript{180} \textsuperscript{181} \textsuperscript{182}
be securities within its jurisdiction.

2. Extending the Game to New Assets

Within several months, the SEC expanded its foothold to digital assets with characteristics different from those in the DAO Report. In the next momentous case, *Munchee*, the SEC ratcheted up its procedural approach and issued a cease-and-desist order under Section 8A of the Securities Act.\(^ {183} \) The Commission, however, did not impose a civil penalty on the issuer in that case. Instead of describing *Munchee* as an instance of deliberate lenience, the absence of a penalty is better explained by applying game-theoretical arguments.

First, *Munchee* can be presented as a case in which the SEC made another first move. To be compelling, a strategic move spelling out a conditional response rule and related threats must be clear to the other party.\(^ {184} \) The DAO tokens were similar to investment company securities and differed from Munchee’s assets that fell within the nonuniform utility token category.\(^ {185} \) A strategic threat is effective if a “response rule [is] in place before others make their moves.”\(^ {186} \) *The DAO* did not provide sufficient guidance to early digital space entrepreneurs and to their attorneys regarding the nature of utility tokens and whether or not they were securities.

From the second perspective, it is possible that the post-DAO Munchee moved to “cooperate.” Several aspects of this case suggested that the issuer had genuinely believed that it had acted within the parameters of behavior set by the SEC. Munchee apparently assumed that it was selling utility tokens that would operate as a means of exchange in future transactions, such as purchases of food in restaurants,\(^ {187} \) and would not implicate the federal securities laws.\(^ {188} \)

Moreover, after the SEC staff contacted the company almost immediately after the sales had commenced, Munchee promptly refunded the purchase price to investors,\(^ {189} \) and the SEC refrained from imposing a civil penalty. *Munchee*, thus, can be a move that clarified the rules of the “game” and signaled that those private players who cooperated would be rewarded in kind. Since there were clear signs of attempted pre-sale and active


\(^{184}\) DIXIT & NALEBUFF, supra note 160, at 181–82.

\(^{185}\) Utility tokens mainly give rights to products or services and access to networks. For a detailed classification, see, for example, Jonathan Rohr & Aaron Wright, *Blockchain-Based Token Sales, Initial Coin Offerings, and the Democratization of Public Capital Markets*, 70 HASTINGS L.J. 463, 469–77, 486–87 (2019) (summarizing classifications and providing factors to consider when applying Howey to utility tokens). See also *Guidance to Cryptoassets*, FIN. CONDUCT AUTH. 1, 8–11 (2019), https://www.fca.org.uk/publication/consultation/cp19-03.pdf [https://perma.cc/J4S3-5LXS] (explaining the use of utility tokens).

\(^{186}\) DIXIT & NALEBUFF, supra note 160, at 182.

\(^{187}\) Munchee Order, supra note 183, at *3–4.


\(^{189}\) Munchee Order, supra note 183, at *6.
post-sale cooperation, the SEC reciprocated by promoting the “cooperate/cooperate” option.

3. Doing Good on the Threats

Once the SEC had made its strategic commitment public through The DAO and Munchee, set out a comprehensive response rule, and signaled that private parties should cooperate and comply to be rewarded with reciprocal cooperation, it needed to show that it would not condone violations. For one thing, “the threat, like the unconditional commitment . . . , works by constraining another player’s expectations through the manipulation of one’s own incentives.” In addition, the private players are more likely to cooperate when they understand which strategy the SEC will not play—i.e., its strictly dominated strategy of condoning violations. Consequently, the SEC had to publicize that non-cooperation would be met with enforcement and make an example of violators.

A part of this strategy is that a threat has to be believable to be perceived as credible. Going back to Thomas Hobbs’s Leviathan and fast-forwarding three hundred years to Becker and Posner, theory dictates that rules hold “not by the difficulty of breaking them” but by danger. Words and actions of firms are bonds “by which men are bound and obliged: bonds that have their strength, not from their own nature (for nothing is more easily broken than a man’s word), but from fear of some evil consequence upon the rupture.” Deterrence and compliance are achieved by actionable threats, and such threats are inefficacious if the threatening party demonstrably fails to carry them out when the time comes.

In November 2018, more than a year after laying out its precise commitment and response rules, the Commission made good on its threat—it responded to two unregistered token offerings by settling with the issuers and imposing first civil penalties. In its orders, the SEC cited its “commitment” and related “threat” made in the DAO Report, which was thereby transformed into a redoubtable precedent cited throughout administrative and court decisions in later actions.

---

190. The firm, possibly bona fide, believed that its actions should not trigger the threat of enforcement communicated to the public earlier. VERMA ET AL., supra note 188. As Munchee thought it was playing a different game, outside of the compliance parameters set forth by the Commission in the DAO Report, the company did not deliberately opt to “not cooperate.”

191. SCHELLING, supra note 19, at 158.

192. See supra Part V.

193. BAIRD ET AL., supra note 107, at 59 (discussing various methods to achieve credibility).


195. THOMAS HOBBES, LEVIATHAN 130 (1651).

196. Id. at 81.

197. BAIRD ET AL., supra note 107, at 65.


The 2018 decisions were essentially analogous in terms of doctrinal and regulatory analyses, and the following discussion only briefly summarizes them for illustrative purposes. In *AirFox*, respondent, a Boston startup, offered assets that were somewhat similar to the utility tokens in *Munchee*.\(^{201}\) The respondent offered to develop the AirTokens that “could be exchanged for free airtime or data from multiple prepaid mobile telecommunications providers,” be ultimately used outside of AirFox’s applications, and serve as “a medium of exchange for mobile data, physical goods, and microlending.”\(^{202}\)

The quintessence of this project was raising capital to develop new products that would ultimately belong to the capital providers and serve as a means of exchange.\(^{203}\) In a smart contractual move, the offering documents included a consent provision: purchasers represented that they were acquiring tokens with the intent to use them as a medium of exchange and not as investments or securities.\(^{204}\) In other words, the respondent tried to change the game and make a move outside the strategy space demarcated by the Commission, i.e., that tokens with investment contract characteristics were securities regardless of the appellations.

In the second case, Paragon Coin, Inc., the respondent, claimed that its tokens were a “product.”\(^{205}\) Paragon stated that “the ‘lion’s share’ of the offering proceeds would be spent on real-estate acquisition for the contemplated . . . co-working spaces” for cannabis-related businesses, building an ecosystem, and selling and marketing efforts.\(^{206}\) The businesses would later pay for the spaces with the tokens. Token-holders would also be able to vote on project governance decisions.\(^{207}\)

In both cases, the firms submitted almost identical settlement offers and agreed to register their tokens as securities under Section 12(g) of the Exchange Act, to file periodic reports under the Exchange Act, and to distribute notices that purchasers were entitled to a remedy of rescission or rescissory damages under Securities Act Section 12(a). These small startups also paid a civil penalty in the amount of $250,000.\(^{208}\)

*AirFox* and *Paragon* were the first cases where non-fraudulent enterprises paid monetary penalties for failure to register digital-asset securities. The gravity of the penalty vis-à-vis the size of the respondents, as well as their broad undertakings, indicate that both orders were intended to send a policy signal to crypto-markets: the SEC made its threat credible to the other firms by penalizing these two issuers for non-compliance. Moreover, going back to the bimatrix, had the SEC not brought the enforcement actions, it would have

---


202. *Airfox* Order, *supra* note 198198, at *3. The ICO proceeds would fund R&D, a reserve fund, sales and marketing, promotion of the token ecosystem, etc. Id. at *2–5.

203. The existing App offered limited functionalities and enabled users to earn loyalty points. Id. at *3.

204. The SEC, self-evidently, disregarded these contractual specifics. Id. at *3–7. See also 15 U.S.C. § 78cc(a) (2019) (providing that waivers of “compliance with any provision of this chapter or of any rule or regulation thereunder, or of any rule of a self-regulatory organization, shall be void”).


206. Id. at *3.

207. Id. at *3; Cohney et al., *supra* note 1, at 627 (describing the whitepaper and various problems with Paragon’s project).

played its strictly dominated strategy (“not cooperate/cooperate”), which no rational player would do.

C. Promises and Assurances

To nudge the private players toward ex ante cooperation, the SEC used the strategic moves that are the reverse of deterrence-ensuring threats, to wit, promises “offer[ing] to reward other players who act as you would like them to.” A relating move is an assurance informing the other parties how the SEC would respond to their sequential actions. The SEC communicated its promises and assurances through not only enforcement decisions but also statements on cryptoassets, as well as other practices.

One illustration is the Commission’s assurances to provide information and continuous consultations to the market. These statements were made by SEC officials and Commissioners and embedded into the Framework for “Investment Contract” Analysis of Digital Assets published by FinHub in 2019. The Framework openly welcomed ad hoc inquiries and encouraged market participants to engage with the staff.

The SEC also relied on the tried-and-true procedures of cooperation credits and no-action letters. It has a long-standing policy of encouraging cooperation and self-reporting. The SEC’s impressive Cooperation Program is a clear case of a strategic promise. Gladius, a 2019 target of an SEC enforcement action, demonstrated this promise in action.

Gladius engaged in the development of a network enabling its participants to rent the bandwidth and spare space on their servers to other participants. The firm issued tokens that served a dual purpose. First, the firm needed financing to finish the work on the project and intended to use the proceeds from the token sale for this purpose. Second, the intended ultimate function of the tokens was to enable network participants to use them as a means of payment within the new autonomous and decentralized service “designed so that once it was operational, content providers would be able to organize and manage their own pools of nodes [and transactions] . . . ” The tokens granted no equity rights with respect to

209. DIXIT & NALEBUFF, supra note 160160, at 182.
210. Id.
212. SEC FRAMEWORK, supra note 1.
213. Id. at 11.
217. Id. at *2.
Gladius, the developer.\textsuperscript{218}

Were it not for the enforcement action at the capital-raising stage, the tokens would have metamorphosed from the investments in a team of engineers and developers into pure utility tokens granting access to a network and services. It would be a case of asset transformation, which even the first Marxists understood. For example, as Friedrich Engels observed in his work \textit{The Origin of the Family, Private Property, and the State}, in ancient Asia, “the principal article of exchange which the stock raising tribes offered to their neighbors was in the form of domestic animals . . . [C]attle became the commodity by which all other commodities were measured in exchange . . . in short, cattle assumed the functions of money.”\textsuperscript{219} Cryptoassets are just like the modern cattle, except that they are expressed in computer code.

Gladius made good use of the cooperative route: it moved down the tree diagram to “cooperate” by contacting the SEC, self-reporting its possible violation, and submitting an offer of settlement.\textsuperscript{220} As predicted by the diagram, the SEC followed up by invoking cooperation credit principles and rewarding this behavior by not imposing a civil money penalty.\textsuperscript{221} Gladius’ payoff, however, was reduced to the extent that it could have received the full benefit from compliance (X-S), as opposed to this partial benefit from incomplete compliance. This paradigm of partial compliance accompanied by self-reporting was repeated in more recent crypto-related cases.\textsuperscript{222}

The next relevant technique is no-action letters.\textsuperscript{223} No-action letters are promises not to recommend enforcement against a requester, \textit{i.e.}, a firm that proactively seeks feedback from the SEC before engaging in a transaction. Since firms could receive more from cooperation (X) if their compliance costs (S) were low, crypto-firms attempted to minimize the need to comply by resorting to the \textit{ex ante} mechanism of no-action letters.

In crypto, the SEC has used this device sparingly, perhaps, because the \textit{Howey} test sweeps broadly and brings multiple instruments within the ambit of securities law. I have found only three crypto-related letters issued as of December 2020, and all three concerned cases of commodities with currency-like features that were outside the broad reach of the functional \textit{Howey} test. The first letter was issued concomitantly with the Framework and described a \textit{de facto} private online club whose participants would pay for air charter services in the fiat currency, U.S. dollars, through a token as an intermediary currency.\textsuperscript{224} The second letter was issued in July 2019 to a gaming platform selling “universal gaming services in the fiat currency, U.S. dollars, through a token as an intermediary currency.

\textsuperscript{218} Token “purchasers . . . warrant[ed] that ownership of [tokens] granted access to the Gladius Network, but conferred no equity or other rights . . . as to Gladius.” Id. at *3.


\textsuperscript{220} Gladius, supra note 216216, at *5–7.

\textsuperscript{221} Other respondent’s undertakings were similar to Airfox and Paragon discussed above. Compare Gladius, supra note 216216, at *5–7, with Airfox Order, supra note 198, at *7–9, and Paragon Order, supra note 198, at *9–11.


tokens” to be used to access games within the issuer’s ecosystem. The third letter, released in November 2020, was broader in scope and concerned a fully functional platform whose tokens could be exchanged on and off the platform, serve as payment for goods and services, and be converted into cash.

**D. Leniency as a Way to Maximize Payoffs**

In the tree diagram, when a respondent is in the “cooperate” node and attempts to comply, the SEC is expected to respond in kind, and the solution of the game is “cooperate/cooperate.” Yet, recall that the SEC has the dual objective of promoting market integrity and supporting capital formation (Benefit (Integrity) and Benefit (Innovation)). The Commission may reply with enforcement (“not cooperate”) to emphasize Integrity even if the private player seeks to cooperate.

In that case, the SEC would not be playing its predicted dominant strategy but, instead, would be expected to minimize its possible losses in order to receive the payoff as close to the optimal as possible. A related inquiry is how the SEC would recalibrate Benefit (Integrity) and Benefit (Innovation) to reduce the losses from selecting the strategy of “cooperate/not cooperate.”

The September 2019 *Block.one* case highlights this point. The facts below strongly suggest that Block.one had incorporated the SEC’s position in its offering, i.e., it attempted to cooperate. This Cayman Islands company sought external capital to develop and promote “the EOSIO software, an operating system designed to support public or private blockchains. The goal [was] to increase blockchain transaction speeds, reduce transaction costs, and improve scalability.”

In June 2017, i.e., right before the DAO Report, the issuer started a year-long token offering on Ethereum and distributed ERC-20 tokens worth several billion dollars. The offering was closed on June 1, 2018, and the first EOSIO-based blockchain was launched two weeks later. According to the SEC, about “330,690 individual wallet addresses held the . . . Tokens, with approximately 75% of all tokens held by 100 wallets.” Some of the token holders were U.S. persons.

---


227. Recall that his decision depends on whether the SEC can properly and correctly evaluate the following: (Benefit (Integrity)/α – Benefit (Innovation)/β – Enf.) > Benefit (Innovation). See supra notes 142-143 and accompanying text.


229. *Id.* at *2–3 (discussing the structure of the offering and how the issuer attempted to block U.S. users).

230. *Id.* at *2. A portion of the offering proceeds were to support a blockchain consulting business, selling, general and administrative expenses, as well as to finance the development of open-source software to help the community. *Id.* at *2–3.

231. *Id.*

232. *Id.* at *2.
The issuer had taken into account the SEC’s stance on digital assets and provided on its website measures blocking U.S. investors from acquiring its tokens, including “blocking U.S.-based IP addresses from accessing the EOS.IO Website token sale page.” The Token Purchase Agreements also prohibited U.S. persons from purchasing the tokens and stated that such purchases would be “unlawful and render[] the purchase agreement null and void.”

Even though the issuer patently had attempted to comply, there were planning errors, including the inability to ascertain that all purchasers were not U.S.-based. Together with an uncontrollable secondary market trading, the errors thwarted the issuer’s efforts to geofence U.S. investors. Block.one’s attempts to comply (“cooperate” in the tree diagram and the bimatrix) were thereby not nonexistent but merely insufficient.

The SEC charged the issuer with violations of Section 5(a) of the Securities Act, which requires “that unless a registration statement is in effect as to a security, it shall be unlawful for any person . . . to sell such security through the use or medium of any prospectus or otherwise.” As demonstrated in Part IV, the SEC brought many actions for Section 5 violations against companies not engaged in fraudulent activities. So, this aspect of the action was predictable and common.

A more interesting germane observation is that the settlement did not involve the disgorgement of profits from the issuer for the benefit of the investors. Instead, the SEC ordered the respondent to cease and desist from violating Section 5 and pay a civil money penalty in the amount of $24,000,000. Although taken by itself the amount seems considerable, it is less significant in comparison with the several billion dollars of the proceeds from the offering. It is possible that in showing leniency in the action against this mass-scale project not involving any indicia of fraud, the SEC minimized the reduction in its payoff and balanced its two policy benefits as predicted in Part V.

E. Strategic Use of Uncertainties

The discussed combination of strategic interactions demonstrates that despite the SEC’s reliance on the inherently indeterminate definition of “investment contract,” the strategy of the SEC was relatively predictable. The lack of definitional clarity against this strategic predictability also served a number of adjacent purposes promoting the SEC’s regulatory goals. For one, it incentivized market participants to request assurances from the SEC concerning which course of action to take to avoid violations. The SEC had an opportunity to influence projects before issuers launched them. By opening new lines of
communication, the SEC also created opportunities to “facilitat[e] innovation . . . through direct and simple communication with market participants.”

The second and more important outcome was that the approach could help the SEC achieve a form of a separating equilibrium, i.e., an equilibrium where the quality of the digital-asset securities and their developers would be determined before the time of sale. Revealing ex ante the type of players and assets can facilitate asset pricing, help investors make informed decisions about their purchases, and reduce the need for future litigation and enforcement. A separating equilibrium may thus be more efficient than a pooling equilibrium, viz., a condition where the quality of goods or the type of the seller cannot be determined before the purchase is made. The latter exacerbates investors’ pre-purchase confusion and increases the likelihood of future lawsuits, enforcement, and class actions.

Cautious legitimate entrepreneurs seeking not to run afoul of the vaguely defined regulations should be expected to voluntarily reach out to the Commission to signal their “good quality,” bringing about a separating equilibrium. As such, a rational individual entrepreneur “intends only his own gain [by contacting the SEC], and he is . . . led by an invisible hand to promote an end which was no part of his intention.” Entrepreneurs’ signaling could help the SEC reduce uncertainty as to their quality, decide whether to cooperate or not, and move the market toward compliance with the regulatory objectives.

VII. A WARNING ABOUT DYNAMIC INCONSISTENCY

Unfortunately, the discussed logically predictable strategy is in danger of unraveling in light of the three cases of 2019-2021—Kik, Telegram, and Ripple. In all three,

(No. 1:19-cv-09439-PKC), 2019 WL 11553248.
242. See JOHN CIRACE, LAW, ECONOMICS, AND GAME THEORY 270–71 (Lexington Books 2018). “In a separating equilibrium, different type players’ choices of different equilibrium strategies reveal their types to the previously uninformed player. In a pooling equilibrium, the different types of informed players choose the same strategy in equilibrium, preventing the uninformed players from deducing their opponents’ types.” Ayres, supra note 108, at 1307.
243. “[T]he emergence of pooling and separating equilibria can have profound implications for efficiency and . . . systemic stability and information acquisition. Indeed, the importance of this topic has been noted in the legal and economics literature.” Ian Ayres & Joshua Mitts, Anti-Herding Regulation, 5 HARV. BUS. L. REV. 1, 6 (2015).
244. Pooling equilibria, of course, are not always suboptimal. For a relevant analysis, see, e.g., id. at 24.
245. See CIRACE, supra note 242 (“Separating equilibria, where prices of high or low-quality goods . . . each reflect marginal cost production, are usually more efficient than pooling equilibria, where prices reflect the average cost of high and low-quality goods . . . ”). See also Ayres, supra note 108, at 1307; BAIRD ET AL., supra note 107, at 83, 156 (describing pooling and separating equilibria and observing that, even when a separating equilibrium is inefficient, it “may be an unambiguous improvement over the pooling equilibrium because one of the types of informed player is better off and the uninformed player is no worse off”).
246. BAIRD ET AL., supra note 107, at 89–95 (discussing incentives for voluntary information disclosure).
regardless of the defendants’ attempts to cooperate and the quality of the defendants’ business projects, the Commission moved to “not cooperate” and did not exhibit any attempts to minimize the associated payoff loss. The Commission penalized one private player that had attempted to cooperate and was working on a potentially valuable project and one project that had already enjoyed mass adoption. Simultaneously, the SEC showed leniency to a third project that seemed to show fewer attempts at cooperation and had a lower adoption rate.

All three cases were related to alleged securities offerings, unregulated ICOs, and/or Security-Token Offerings (“STOs”), which were offers and sales of digital-asset securities usually under some exemption from the registration provisions of the Securities Act. 249 Telegram and Kik both settled charges in June and October 2020, respectively, after both had lost in the Southern District of New York. 250 Ripple, allegedly, had also attempted to settle before the SEC filed its suit in December 2020 but was unsuccessful. 251 These three cases can be examined along several analytical dimensions.

The first dimension is why the companies started the projects and whether they were successful. I will provide only indirect but relevant arguments without detailed technical analysis. Telegram’s founders apparently were well-established developers 252 who “concluded . . . that existing networks such as the Bitcoin and Ethereum blockchains do not have the capability to replace high-volume transaction mechanisms like credit cards and fiat currency” 253 and decided to develop a new blockchain that would solve these issues. The sophisticated parties who trusted Telegram with $1.7 billion of their money should have expected some positive return on their investment, i.e., they estimated that the project had potential.

Ripple developed its project in 2012–2013 and aimed to distribute the native tokens to achieve “Network Growth” and raise “funds for Ripple Labs operations.” 254 Since then, XRP had become the third-largest cryptocurrency in the world until the SEC initiated the

249. See Cohney et al., supra note 1, at 645 n.259 (“STOs are ICOs in which issuers embrace the security-like nature of their tokens, adhering to SEC rules governing offers and sales, while adding features of traditional instruments like cash flow or governance rights.”)


252. This is what the TON Foundation stated in its amicus brief: “[A]ttempts to block [the previous service built by the founders] failed. This is not a bad example of a system built by Nikolai Durov that nobody managed to hack, even the state-backed intelligence agency.” Brief of TON Community Foundation as Amici Curiae Supporting Defendants Telegram Group Inc. & Ton Issuer Inc., at 18, No. 1:19-cv-09439-PKC (S.D.N.Y. Feb. 14, 2020). This observation dovetails with Carla Reyes’ argument that reputation is important in the developer community. Carla L. Reyes, (Un)Corporate Crypto-Governance, 88 FORDHAM L. REV. 1875, 1919 (2019).


254. Ripple Complaint, supra note 22, at ¶ 65.
action that precipitated a collapse of the market price of the currency.\textsuperscript{255}

In contrast to these two firms, as the SEC alleged, Kik was a company that had negative cash flow, did not develop a decentralized economy, the promised services, and an ecosystem until after the public distribution of its digital assets, and viewed the sale of the tokens as a “hail Mary pass” to fund the company’s operations and spark the business.\textsuperscript{256} Its tokens were distributed on Ethereum, i.e., an existing blockchain, and the project had technical difficulties from the start.\textsuperscript{257} To sum up, the SEC initiated enforcement actions against two large-scale projects (one real and one potential) and one smaller endeavor by an allegedly less successful company.

A relevant criterion is the adoption of the cryptoassets at issue and, consequently, the harm (or benefits) to investors. The Ripple case, self-evidently, differs from both Telegram and Kik—as mentioned above, XRP is a global cryptocurrency traded on multiple exchanges, having the market capitalization of under $60 billion,\textsuperscript{258} and integrated (at least according to Ripple) into the services of multiple financial institutions and platforms.\textsuperscript{259}

Telegram’s effect on investors was limited to the sophisticated parties who signed the investment agreements with Telegram to finance its new blockchain development project and forked over $1.7 billion.\textsuperscript{260} The future adoption of Telegram’s tokens remains unknown since the company was enjoined from distributing the tokens upon completion of its development project.

Kik’s offering involved both retail and sophisticated purchasers of Kin (Kik’s token) who invested about $50 and $49 million, respectively, in Kik’s smaller project built on an existing blockchain, Ethereum.\textsuperscript{261} In January 2021, three months after the resolution of the case against Kik, the market capitalization of Kin (the tokens developed by Kik) was only about $65 million.\textsuperscript{262}

Consequently, the Ripple case may produce the most serious financial ramifications


\textsuperscript{256} Complaint at ¶¶ 6–7, 16, 42, 61, SEC v. Kik Interactive Inc., No. 19-cv-05244-AKH, 2019 WL 2365305 (S.D.N.Y. June 4, 2019) [hereinafter Kik Complaint]. Kik denied these allegations and argued that its products had promising existing functionalities. Kik Answer, supra note 36, at 16, 69–71. See also Goforth, supra note 30, n.148 (observing that by the time of the court decision in 2020, Kik’s ecosystem grew substantially).

\textsuperscript{257} Kik Complaint ¶¶ 136–41, supra note 256256. Kik denied these claims. See, e.g., Kik Answer, supra note 36, at 8–10, 26–34. For present purposes, however, it is more important to underscore that in bringing the case, the SEC viewed and described Kik as a cash-strapped business seeking capital.

\textsuperscript{258} Ripple Complaint, supra note 22, at ¶ 257.


\textsuperscript{261} Kik Complaint, supra note 256, ¶¶ 12–13, 136.

\textsuperscript{262} Kik, \textit{CoinMarketCap}, https://coinmarketcap.com/currencies/kin/ [https://perma.cc/XE2G-XDLQ] (showing the historical market cap of Kin). As this article was going to print, Kin’s capitalization increased dramatically. Overall, Kin’s market capitalization gyrated wildly. For instance, it was about $28,000,000 in January 2019, i.e., one and a half years after the asset distribution and several months before the SEC filed its complaint; $4,000,000 in January 2020; and over $300,000,000 in March 2021.
for broad swaths of public investors. This point was also emphasized in the letter that was rumored to have been sent to former Chairman Clayton by Professor Grundfest, a former SEC Commissioner himself.

Ignoring the negative externalities of enforcement, particularly in circumstances not involving allegations of fraud, as is the case here, is out of character for the SEC. The Commission has been known for being mindful of the possible spillovers of enforcement actions onto innocent third parties, which shows that the Commission understands the importance of balancing its actions to achieve the overarching objectives of protecting investors and market integrity. Ripple does not seem to fully fit this paradigm.

The next set of distinctions is the timing of the actions and defendants’ cooperation or noncooperation. Recall that the 2017 DAO Report is the starting point setting the rules of the game. Ripple had developed its project in 2012–2013 and begun asset distribution several years before the SEC outlined its position on cryptoassets. Consequently, it could not have moved to “cooperate” beforehand.

By contrast, Kik’s offering took place throughout the summer and fall of 2017, i.e., around the dates of the DAO Report. It is unclear from the record whether Kik attempted to thoroughly engage with the SEC in the wake of the DAO Report, although it was aware of the uncertainties surrounding the application of the Howey test. It did, however, contact the Ontario Securities Commission to discuss the possible application of the

---

263. Self-evidently, a customary counterargument is that cases like Ripple may have the positive effects of generating deterrence, promoting issuer disclosure, and thus ensuring future investor protection. As I argued in other work, however, these traditional arguments supporting conventional securities law’s disclosure rules and their enforcement may be less relevant in crypto. Namely, there are cases where crypto-issuers’ compliance with the conventional mandatory registration and disclosure requirements may fall short of producing material information beneficial to crypto-investors while imposing unnecessary costs on crypto-firms. See generally Guseva, supra note 56.


265. John C. Coffee, Jr., Reforming the Securities Class Action: An Essay on Deterrence and its Implementation, 106 COLUM. L. REV. 1534, 1537 (2006) (“This year, the Securities and Exchange Commission itself recognized this point in the related context of financial penalties, formally acknowledging in a statement of its intended future policy that large financial penalties should be avoided when they will fall inequitably on innocent shareholders.”).

266. This is similar to a situation where, in the words of Howell Jackson, innovations outpace regulatory initiatives, “leaving regulators in the unenviable position of having to retrieve the horses once they are out of the barn and already lent out for hire,” Howell E. Jackson, The Nature of the Fintech Firm and its Implications for Financial Regulation in Fintech Law: The Case Studies 13 (Howell E. Jackson & Margaret E. Tahyar eds., 2020). The same can be said about entrepreneurs facing belated enforcement.

267. The DAO Report, supra note 84.

268. Kik Complaint, supra note 256, ¶ 111 (“Kik did not make a similar overture with the SEC,” after learning that the public sale of its digital assets would implicate securities law in Canada). Kik, however, alleged that it was “not obligated to seek permission directly from the Commission before selling a non-security.” Kik Answer, supra note 36, at 76.

269. Kik Answer, supra note 36, at 66–68.

270. Id. at 74–76.
securities laws and thereafter “barred Canadians from purchasing Kin in the public sale.”²⁷¹ In the United States, Kik sought to structure the first half of the transaction—the private placement of investment contracts sold to accredited investors—under Regulation D, i.e., an exemption from the registration provisions of the Securities Act,²⁷² while claiming that the public sale of Kin did not involve securities.²⁷³ The SEC deemed both offerings, which were, _inter alia_, very close in time, a single offering (or, in the alternative, integrated offerings).²⁷⁴ Under these circumstances, it is likely that the Commission did not view Kik’s actions as cooperative behavior.

In contrast to Ripple and Kik, Telegram started its project several months after the DAO Report and aimed to structure the transaction under Regulation D, an exemption from registration.²⁷⁵ It sought to develop its blockchain using the invested funds, which it admitted were raised under investment contracts, and later on to distribute its blockchain’s native digital assets as non-securities.²⁷⁶ Telegram was enjoined from distributing the native tokens of its blockchain to the investors and other market participants.²⁷⁷

As is expected from the tree diagram in Part V, Telegram, represented by Skadden Arps, sought to cooperate with the SEC. Telegram claimed that it had been engaged with the SEC for more than a year, as was “consistent with the SEC’s publicly stated desire to engage with developers of digital asset technologies.”²⁷⁸ The defendant alleged to have sought feedback, produced thousands of documents and several legal memoranda, and even modified its technology in response to the regulator’s concerns.²⁷⁹ According to the defendant, the SEC “never stated that it believed Telegram to have been engaged in an ‘ongoing violation’ of the federal securities laws,” nor did it ask the defendant to reschedule the launch.²⁸⁰

Yet, on October 11, 2019, the SEC filed an emergency application for a temporary restraining order preventing Telegram from delivering Grams to investors.²⁸¹ Later on, in March 2020, the United States District Court for the Southern District of New York issued an injunction and barred Telegram from distributing the tokens in the already developed

²⁷¹. Kik Complaint, _supra_ note 256, ¶ 110. According to Kik, “the securities laws statutes in each respective country are different, with different regulators, and different case law. Whether or not the TDE would have been a securities violation in Canada is totally irrelevant to whether Kik violated Section 5 of the Securities Act.” Kik Answer, _supra_ note 36, at 76. Kik, however, retained counsel with expertise in United States federal securities law. _Id._ at 17.
²⁷⁶. _Id._
²⁷⁹. _Id._
²⁸⁰. Telegram Defendants’ Answer, _supra_ note 36, at 33.
blockchain ready to be launched.\(^{282}\)

Telegram asked the court to clarify the scope of the injunction to exclude non-U.S. parties who entered into the investment contracts “outside the United States through contracts containing foreign choice-of-law provisions.”\(^{283}\) The court denied the application,\(^{284}\) effectively shutting down the project.\(^{285}\)

To summarize, in that case, the SEC was in the "cooperate/not cooperate" corner: when the private player moved to cooperate, the SEC responded with non-cooperation. Importantly, it also failed to maximize the payoff from both of its policy objectives, to wit, promoting market integrity without frustrating potentially productive innovations.\(^{286}\)

The final comparative paradigm among the three cases is the seriousness of the charges and penalties. On the first point, all three complaints alleged violations of Section 5 of the Securities Act,\(^{287}\) i.e., there were no allegations of fraudulent conduct by the defendants. Second, the sting of an enforcement action is undoubtedly more painful when the founders and executives’ fortunes are on the line. The SEC brought charges against the founders and executives in only one out of the three complaints, namely, against Ripple.\(^{288}\)

A germane factor is the seriousness of the penalties requested. In all three cases, the SEC sought to enjoin the defendants from violating Section 5 of the Securities Act. In the complaints against Ripple and Kik, it also requested disgorgement of the ill-gotten gains. However, the fact that the SEC intended to merely enjoin the distribution of the native tokens in Telegram effectively would have had the same effect as disgorgement because under the investment agreements with the backers of its project, Telegram was obligated “to return unspent funds to the Private Placement purchasers” if its blockchain did not launch.\(^{289}\) If the blockchain failed to launch, Telegram would be contractually obligated to return the unspent offering proceeds less its costs of development.

The actual settlements with Kik and Telegram were as follows: Kik was enjoined from violating securities law and agreed to pay a civil penalty of only $5 million, i.e., about 5% of its offering proceeds.\(^{290}\) In Telegram, by contrast, defendants were “jointly and severally liable for disgorgement of $1,224,000,000” and ordered to pay a civil penalty in the amount of $18,500,000,\(^{291}\) which constituted a 73% loss vis-à-vis the total proceeds from the offering. The total penalties and disgorgement in Ripple are yet unknown, but in the

---


\(^{284}\) Id. at *2.

\(^{285}\) “In early May 2020, Telegram’s Chief Executive Officer, Pavel Durov, announced that the company was dropping the TON blockchain project as a result of the district court’s ruling.” Goforth, supra note 30, at 21.

\(^{286}\) See supra note 142-143 and accompanying text.

\(^{287}\) Kik Complaint, supra note 256, at 48; Ripple Complaint, supra note 22, at 69–70; Telegram Complaint, supra note 253, ¶¶ 118–21.

\(^{288}\) Ripple Complaint, supra note 22, ¶¶ 394–404.


\(^{290}\) SEC Obtains Final Judgment Against Kik Interactive for Unregistered Offering, S.E.C. 2026, 2020 WL 6156876 (Oct. 21, 2020). “Kik did not have to return the rest of the amount raised, did not have to shut down the Kin network that was then in development, and was not required to register Kin as a condition of moving forward.” Goforth, supra note 30, at 29.

December 2020 complaint the SEC sought both a civil penalty and disgorgement that was pegged to the full amount of the consideration received by Ripple from 2013 through the present, i.e., $1.38 billion, and any prejudgment interest.292

To compare these case dimensions side-by-side, let us assign the following values of:

a. 1 if a factor applies,
b. 0 if there is no relevant information,
c. and -1 if a factor does not apply.

Table 4 puts together project quality, cooperation with the SEC, and mass-scale adoption of the projects as a proxy for the possible harm and/or benefits to investors.

Table 4: Project Comparison

<table>
<thead>
<tr>
<th></th>
<th>Success/ Business Reputation/ Founders</th>
<th>Cooperation with the SEC</th>
<th>Mass-scale Adoption and Effect on Investors</th>
<th>Total</th>
</tr>
</thead>
<tbody>
<tr>
<td>Kik*</td>
<td>-1</td>
<td>0</td>
<td>0</td>
<td>-1</td>
</tr>
<tr>
<td>Telegram</td>
<td>1</td>
<td>1</td>
<td>0</td>
<td>2</td>
</tr>
<tr>
<td>Ripple</td>
<td>1</td>
<td>0 (or 1, depending on the nonpublic negotiations in 2019-2020)</td>
<td>1</td>
<td>2 (or 3)</td>
</tr>
</tbody>
</table>

* Kik vigorously disputed the claims that its project was unsuccessful. The coding expresses only the opinion of the SEC in the original complaint.

Table 5 distills the strength of the SEC enforcement actions and charges in all three cases.

Table 5: Comparative Enforcement Intensity

<table>
<thead>
<tr>
<th></th>
<th>Charges against Founders</th>
<th>Injunction</th>
<th>Fine</th>
<th>Disgorgement</th>
<th>Total</th>
</tr>
</thead>
<tbody>
<tr>
<td>Kik</td>
<td>-1</td>
<td>1</td>
<td>1</td>
<td>-1</td>
<td>2</td>
</tr>
<tr>
<td>Telegram</td>
<td>-1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>3</td>
</tr>
<tr>
<td>Ripple</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>4</td>
</tr>
</tbody>
</table>

We can now plot these factors to show, first, that Ripple, the project with the largest effect on market participants and a mass-scale adoption, may receive the highest penalties. Second, the project that attempted to cooperate and had a good reputation in the community (and could possibly have potential technological success)—Telegram—paid the second-highest penalties. And the third project that (allegedly) had the lowest positive value, was developed by an insolvent company, and lacked mass adoption received the most lenient

292. Ripple Complaint, supra note 22, at ¶ 1, 12.
treatment.

Pic. 3: Comparative Weights

These three enforcement actions represent a departure from the above-described coherent strategy of the Commission. The cases lie outside of the dominant strategy of “cooperate/cooperate” and do not minimize the payoff loss in “cooperate/not cooperate.” Put differently, the SEC ignored cooperation and did not show leniency in enforcement as a way to promote its objective of supporting innovations (by balancing the loss from Benefit (Integrity) and Benefit (Innovation) discussed in Part V).

At bottom, these logical inconsistencies may exacerbate regulatory uncertainty and undermine the positive effects of the SEC’s initial regulatory strategy counteracting the indeterminacy of the functional Howey test. For example, making a strategic move only to back off may lead to a loss of “reputation for credibility”293 and, at the same time, confuse market participants as to what to expect from the SEC and how to calculate their potential payoffs. Take Telegram. As a rational firm, it must have believed that the SEC’s strategic promise (a reward of cooperation) would be acted upon. This promise is valuable to the promisee only to the extent that it trusts that the SEC-promisor will keep it.294 Reneging on a promise and commitment to reward cooperation suggests that the commitment is not credible295 and that the SEC may always change the game or play mixed strategies,296 leading to a possible unraveling of the future cooperation between private firms and the SEC.

As discussed in Part V, future private players would observe SEC actions, update their beliefs, and choose their strategies consistently with the SEC’s choices (or their probability).297 The Commission’s missteps may change the game’s solution to a

293. DIXIT & NALEBUFF, supra note 160, at 211.
294. Id.
295. BAIRD ET AL., supra note 107, at 43.
296. Id. at 76–77 (discussing dynamic consistency).
297. Id. at 87. Typically, players “should take the actions that they believe lead to the highest payoffs, given the actions and beliefs of the other players.” Id. at 105.
suboptimal outcome. A dynamically inconsistent regulatory approach risks creating a chaotic market, as opposed to an environment where market participants have a clear understanding of the strategy space, incentives, payoffs, and expectations of the participating parties and where the market prefers to cooperate proactively rather than not cooperate at all or spends less on compliance, beyond an optimal level.

VIII. THE LACK OF STRATEGIC CLARITY AND INNOVATIONS

The problems highlighted in Part VII assume an added importance in the fast-paced world of crypto and fintech because the SEC depends on the innovators’ preference for cooperation. Without such cooperation, the SEC may be forced to play a perpetual catch-up game with the market. Recall, for instance, that many enforcement actions summarized in this Article concerned ICOs, even though fintech and crypto-firms have long moved away from the ICO model.

Another relating example is experimenting with governance tokens which skyrocketed in the second half of 2020. Governance tokens are distributed, inter alia, to the participants in decentralized autonomous organizations (“DAOs”) or decentralized applications such as various DeFi protocols. These tokens provide their holders with the

298. Supra Part V.
299. The presumption is that to be effective, a regulatory regime played over time must be dynamically consistent. BAIRD ET AL., supra note 107, at 76.
300. Supra Part V. Another argument is that “[a] strategy based mostly on punishment will undermine the good will of actors when they are motivated by a sense of responsibility.” AYRES & BRAITHWAITE, supra note 123, at 19. By contrast, the predictability of forgiveness and proportionality may elicit a commitment to comply and cooperate in future. Id. at 20-27 (discussing the interaction between punishment, persuasion, trust, and the tit-for-tat strategy).
301. There are multiple classifications of tokens based on their legal and functional characteristics. Collomb et al., for instance, observe that tokens “can be used as a means to access a particular product or service (utility tokens), as a proxy to another physical or digital asset (asset-backed tokens), as a digital representation of an equity share or a stock (investment tokens), or even as a right of governance into the project or initiative being funded (governance tokens).” Alexis Collomb et al., Blockchain Technology and Financial Regulation: A Risk-Based Approach to the Regulation of ICOs, 10 EUR. J. RISK REGUL. 263, 263–64 (2019).
302. For a discussion of how governance tokens may operate in DAOs, enabling voting on projects and changes to the protocols, see, e.g., Yuliya Guseva, A Conceptual Framework for Digital-Asset Securities: Tokens and Coins as Debt and Equity, 80 MD. L. REV. 166, 201–07 (2020) [hereinafter Guseva, A Conceptual Framework].
303. ALAN COHN & EVAN ABRAMS, DECENTRALIZED FINANCE (DeFi): OVERVIEW (2021), Practical Law W-028-7308 (“DeFi generally refers to blockchain-based financial products and services, grounded in digital assets, decentralized applications (DApps), and smart contracts, which are offered to the public without the oversight or control of a centralized party.”). “The core idea of DeFi is to take complex financial services and products traditionally offered by legacy financial institutions, codify their component rules and procedures and convert them into self-executing code, also known as ‘smart contract.’ These autonomous protocols share the properties of a decentralized network, utilizing Distributed Ledger Technology (DLT). The ultimate vision for DeFi is a self-sovereign financial system allowing users to engage in a broad range of financial and economic activities without the need to rely on trusted third parties.” Merav Ozair, DECENTRALIZED FINANCE (DeFi): FROM CASHLESS TO TOKENIZED ECONOMY TO A SELF-SOVEREIGN FINANCIAL SYSTEM 22 (World Scientific Publishing, forthcoming 2021). Many DeFi applications achieve decentralized governance and improve liquidity “through the issuance of a governance token, an ERC-20 token which entitles token holders to participate in protocol governance via voting on and possibly propose protocol updates.” Sam M. Werner et al., SoK: Decentralized Finance (DeFi) 3 (Jan. 21, 2021) (unpublished manuscript) (available at https://arxiv.org/pdf/2101.08778.pdf

Interests in DAOs may track features of partnerships, and, as I explained in previous work, case law has well-established tests, such as the one developed in Williamson and subsequently adopted in other circuits,\footnote{See, e.g., Williamson v. Tucker, 645 F.2d 404, 423–24 (5th Cir. 1981). See also Koch v. Hankins, 928 F.2d 1471, 1476–78 (9th Cir. 1991); SEC v. Merch. Cap., LLC, 483 F.3d 747, 755–58 (11th Cir. 2007).} that may apply to these situations.\footnote{To summarize the argument, financial instruments that are similar to general partnership interests are presumed to be non-securities. Guseva, A Conceptual Framework, supra note 302, at 207–09.} In other circumstances, governance tokens represent less analyzable and familiar financial instruments.

In 2020, for instance, DeFi project founders actively distributed governance tokens to attract participants to their platforms.\footnote{See, e.g., Explained: DeFi Governance, Multi.io Research (Nov. 17, 2020), https://medium.com/multi-io/explained-defi-governance-tokens-23a76e4df543#:~:text=Token%20holders%2C%20and%20protocol%20inflation%20schedules [https://perma.cc/LSL3-9LB3].} The underlying economics of these token distributions suggest that we are looking at a new way to popularize business ventures and generate profit for their founders and other participants who commit their capital to the DeFi applications.\footnote{Williamson v. Tucker, 645 F.2d 404, 423–24 (5th Cir. 1981). See also Koch v. Hankins, 928 F.2d 1471, 1476–78 (9th Cir. 1991); SEC v. Merch. Cap., LLC, 483 F.3d 747, 755–58 (11th Cir. 2007).} In other words, these are profit-based activities that compensate capital providers generating a return on their investments in the projects.

2020 witnessed a boom in DeFi and related governance token distributions. Important germane examples were Compound and Uniswap – financial applications that both distributed governance tokens in mid-2020.\footnote{See also Introducing UNI, UNISWAP (Sept. 16th, 2020), https://uniswap.org/blog/uniswap [https://perma.cc/A2GR-9LB3] (providing another example).} A part of their governance tokens was distributed to liquidity providers. These parties provide (stake) assets to applications (like Uniswap) to ensure that the applications have enough liquidity, i.e., sufficient assets to effect transactions, and receive a fee for their service.\footnote{Scholars such as Merav Ozair also suggest that liquidity providers can be analogized with “market makers” within the decentralized market microstructure. Ozair, supra note 303, at Chapter 3.} This practice of providing liquidity for a fee is dubbed “yield farming.”

The following describes how yield farming works in a nutshell: Ms. X puts her money at the disposal of an application and receives a return in the form of more cryptocurrency. A simultaneous receipt of governance tokens gives this yield farmer (who is also called a “liquidity provider”) the right to vote on changes in the project’s protocol. Observe that if
the founders of that application also own governance tokens (and, perhaps, equity in the underlying organization that developed the project), the founders benefit from the increased liquidity provided by Ms. X, the yield farmer.

Does it look familiar? It certainly does! Yield farming and liquidity mining may be described as novel ways to popularize and finance business ventures while rewarding the venture’s participants. Because the governance is (allegedly) decentralized, decentralization may militate against the conclusion that these digital assets and related transactions are securities.

Indeed, the SEC staff and former Chairman Clayton connected the level of decentralization to the determination of the nature of cryptoassets and suggested that a lack of decentralization was one of the characteristics that could be indicative of a security.\footnote{See SEC FRAMEWORK, supra note 1, at 1–5 (discussing the efforts of others prong of the Howey test and decentralization); Nikhil De, SEC Chair Clayton Affirms Agency’s Stance Ether Is No Longer A Security, COINDESK (Mar. 12, 2019, 10:07 PM), https://www.coindesk.com/jay-clayton-coin-center-letter [https://perma.cc/32Q7-98TH]. The following connection to the Howey test can be made: the more decentralized a system is, the less “control” a developer has over the assets or the platform, and the fewer expectations investors in the project have about the efforts of the promoter generating their profit from the investment.}

Recall, however, that the Framework and the speeches of the staff indicate that no single factor is determinative. Decentralization is merely one of the variables that the SEC and courts examine under Howey, and there is no guarantee that there would not be a DeFi project where a governance token distribution triggered a Howey analysis (and an enforcement action), particularly if the project’s founders retained a significant number of governance tokens and helped run the underlying protocol.

Rational firms will consider these obscure points, run fact-intensive inquiries under the functional definition embedded in the Howey test, modify their technologies, and possibly innovate around securities law. Unless the SEC elicits their \textit{ex ante} cooperation, it will be behind the curve, reacting to these developments. As discussed in this Article, an indispensable tool incentivizing such cooperation is a clear and predictable regulatory strategy.

Unless Congress adopts a separate definition for cryptoassets (or the SEC proposes a formal rule), the enforcement program and interpretative statements of the Commission will remain the only source of clarity and an informational nexus for developers. Consequently, even though crypto and fintech remain kinetic, the Commission’s strategy should not be dynamically inconsistent.

\section{\textbf{Conclusion}}

Crypto-firms and developers in the United States operate within a highly uncertain environment shaped by the functional Supreme Court Howey decision and its progeny against the backdrop of an active SEC enforcement program. This Article develops a model suggesting that, despite the underlying indeterminacy associated with functional definitions and regulation via enforcement, the SEC attempted to reduce information losses and improve regulatory clarity by following a set of well-defined \textit{strategies} during the first years of its crypto-enforcement efforts.

Unfortunately, recent enforcement actions may upend those successful strategies. If the SEC no longer can provide clarity through strategic predictability of a transparent
enforcement approach, and if the market finds substantial inconsistencies in the regulator’s moves and commitments, the fabric of cooperation between the innovators and the Commission may be broken, leading to a suboptimal outcome for the cryptoasset markets and financial innovations.
Appendix I

1. Two-Sample T-Test and CI: Total Amount of Civil Penalties and Disgorgement Awards, Before/After Telegram (Digital-Asset Issuers and “Gatekeepers”)

<table>
<thead>
<tr>
<th></th>
<th>N</th>
<th>Mean</th>
<th>StDev</th>
<th>SE Mean</th>
</tr>
</thead>
<tbody>
<tr>
<td>After</td>
<td>11</td>
<td>6373502</td>
<td>10615500</td>
<td>3200694</td>
</tr>
<tr>
<td>Before</td>
<td>32</td>
<td>2664157</td>
<td>5470873</td>
<td>967123</td>
</tr>
</tbody>
</table>

Difference = mu (After) - mu (Before)
Estimate for difference: 3709345
95% CI for difference: (-3649904, 11068594)
T-Test of difference = 0 (vs not =): T-Value = 1.11  P-Value = 0.291  DF = 11

2. Two-Sample T-Test and CI: Total Amount of Civil Penalties and Disgorgement Awards, Before/After Telegram (Digital-Asset Issuers)

<table>
<thead>
<tr>
<th></th>
<th>N</th>
<th>Mean</th>
<th>StDev</th>
<th>SE Mean</th>
</tr>
</thead>
<tbody>
<tr>
<td>After</td>
<td>10</td>
<td>6997657</td>
<td>10974899</td>
<td>3470568</td>
</tr>
<tr>
<td>Before</td>
<td>20</td>
<td>4110852</td>
<td>6547962</td>
<td>1464169</td>
</tr>
</tbody>
</table>

Difference = mu (After) - mu (Before)
Estimate for difference: 2886805
95% CI for difference: (-5320303, 11093914)
T-Test of difference = 0 (vs not =): T-Value = 0.77  P-Value = 0.458  DF = 12